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http://www.yealink.com/GPLOpenSource.aspx?BaselnfoCateld=293&NewsCateld=293&Cateld=293.


http://www.yealink.com/GPLOpenSource.aspx?BaseInfoCateId=293&NewsCateId=293&CateId=293

About This Guide

About This Guide

This guide is intended for administrators who need to properly configure, customize,
manage, and troubleshoot the IP phone system rather than end-users. It provides
details on the functionality and configuration of IP phones.

Many of the features described in this guide involve network settings, which could affect
the IP phone’s performance in the network. So an understanding of IP networking and a
prior knowledge of IP telephony concepts are necessary.

Documentations

This guide covers SIP-T48G, SIP-T46G, SIP-T42G, SIP-T41P SIP-T29G, SIP-T27P SIP-T23P/G,
SIP-T21(P) E2 and SIP-T19(P) E2 IP phones. The following related documents are

available:

e Quick Start Guides, which describe how to assemble IP phones and configure the

most basic features available on IP phones.

. User Guides, which describe the basic and advanced features available on IP
phones.

e  Auto Provisioning Guide, which describes how to provision IP phones using the
configuration files.

e  Description of Configuration Parameters in CFG Files, which describes all

configuration parameters in configuration files.
e  <y0000000000xx>.cfg and <MAC>.cfg template configuration files.

e [P Phones Deployment Guide for BroadSoft UC-One Environments, which describes

how to configure BroadSoft features on the BroadWorks web portal and IP phones.

For support or service, please contact your Yealink reseller or go to Yealink Technical
Support online: http://support.yealink.com/.

In This Guide

The information detailed in this guide is applicable to firmware version 80 or higher. The
firmware format is like x.x.x.x.rom. The second x from left must be greater than or equal
to 80 (e.g., the firmware version of SIP-T23G IP phone: 44.80.0.60.rom). This administrator

guide includes the following chapters:

e  Chapter 1, “Product Overview” describes the SIP components and SIP IP phones.

e  Chapter 2, “Getting Started” describes how to install and connect IP phones,
configuration methods and resource files.


http://support.yealink.com/
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e  Chapter 3, “Configuring Basic Features” describes how to configure the basic

features on IP phones.

e  Chapter 4, “Configuring Advanced Features” describes how to configure the

advanced features on IP phones.

e  Chapter 5, “Configuring Audio Features” describes how to configure the audio

features on IP phones.

e  Chapter 6, “Configuring Security Features” describes how to configure the security

features on IP phones.

e  Chapter 7, “Troubleshooting” describes how to troubleshoot IP phones and

provides some common troubleshooting solutions.

e  Chapter 8, “Appendix” provides the glossary, reference information about IP
phones compliant with RFC 3261, SIP call flows and the sample configuration files.

Summary of Changes

This section describes the changes to this guide for each release and guide version.

Changes for Release 80, Guide Version 80.60

Vi

Documentations of the newly released SIP-T19(P) E2 IP phones have also been added.

The following sections are new for this version:

e  Ringing Timeout on page 381

e  Shared Call Appearance (SCA) on page 450
e Bridge Lines Appearance (BLA) on page 462
e  Short Message Service (SMS) on page 471

e  Appendix F: Configurations Defined Never be Saved to <MAC>-local.cfg file on
page 768

Maijor updates have occurred to the following sections:

e  Documentations on page v

e  Expansion Module on page 14

e Reading Icons on page 30

e  Configuration Files on page 38

e  Obtaining Configuration Files and Resource Files on page 42
e  Account Registration on page 112

e Auto Answer on page 232

e [P Direct Auto Answer on page 237

e Do Not Disturb (DND) on page 251


http://www.ietf.org/rfc/rfc3261.txt
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e  Return Code When Refuse on page 267
e  Call Forward on page 284

e LDAP on page 407

e  Action URL on page 507

e  Action URI on page 527

e  Server Redundancy on page 534

Changes for Release 80, Guide Version 80.21

The following sections are new for this version:

e  Expansion Module on page 14

e  Obtaining Configuration Files and Resource Files on page 42
e  DHCP Option on page 62

e  Bluetooth on page 107

e  Enable Page Tips on page 109

e  Label Length on page 110

e  Account Registration on page 112

° Display Method on Dialing on page 126
e Redial Tone on page 227

e  Ringer Device for Headset on page 229
e [P Direct Auto Answer on page 237

e Allow IP Call on page 239

e Accept SIP Trust Server Only on page 240
e  Transfer Mode via Dsskey on page 313

e  Allow Trans Exist Call on page 315

e  Call Number Filter on page 346

e  Call Timeout on page 380

e  Send user=phone on page 381

e SIP Send MAC on page 384

e S|P Send Line on page 386

e Reserve # in User Name on page 388

e  Password Dial on page 390

e  Unregister When Reboot on page 392

e 100 Reliable Retransmission on page 394

e  Reboot in Talking on page 396

Vii
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e Logon Wizard on page 504
e Auto-Logout Time on page 672

e  Appendix E: Auto Provisioning Flowchart (Keep user personalized configuration

settings) on page 767
Maijor updates have occurred to the following sections:
e DHCP on page 58
e Time and Date on page 131
° Language on page 148
e Input Method on page 158
e Logo Customization on page 163
e  Softkey Layouton page 167
e Dial Plan on page 179
e  Directory on page 199
e  Search Source in Dialing on page 201
e  Local Directory on page 209
e S|P Session Timer on page 273
e Call Hold on page 278
e DTMF on page 359
e  Remote Phone Book on page 400
e VLAN on page 560
e  Network Address Translation on page 599
e  Comfort Noise Generation on page 664
e  Phone Lock on page 674
e Troubleshooting Methods on page 715

e  Troubleshooting Solutions on page 733

Changes for Release 80, Guide Version 80.20

viii

This version is updated to incorporate SIP-T48G IP phones. Documentations of the newly
released SIP-T27P and SIP-T21(P) E2 IP phones have also been added.

Major updates have occurred to the following sections:
e Reading Icons on page 28

e  Configuration Files on page 38

e  Power Indicator LED on page 91

e  Backlight on page 101
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e Time and Date on page 130

e Auto Answer on page 232

e  Return Code When Refuse on page 267
e  DTMF on page 359

e  Phone Lock on page 674

e  Appendix B: Time Zones on page 749

Changes for Release 80, Guide Version 80.6

This version is updated to incorporate SIP-T46G, SIP-T42G, SIP-T41P and SIP-T29G IP

phones. The following sections are new for this version:

e  Wallpaper on page 99
e Hide Features Access Code on page 442

Major updates have occurred to the following sections:

e DHCP on page 58

e  Call Display on page 123
e Input Method on page 158
e  BLF List on page 433

e |Pvé Support on page 617

e Viewing Log Files on page 715
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Product Overview

This chapter contains the following information about IP phones:

e VolP Principle
e S|P Components
e SIPIP Phone Models

e Expansion Module

VolIP Principle

VolP

VoIP (Voice over Internet Protocol) is a technology using the Internet Protocol instead of
traditional Public Switch Telephone Network (PSTN) technology for voice

communications.

It is a family of technologies, methodologies, communication protocols, and
transmission techniques for the delivery of voice communications and multimedia
sessions over IP networks. The H.323 and Session Initiation Protocol (SIP) are two

popular VolIP protocols that are found in widespread implementation.

H.323

H.323 is a recommendation from the ITU Telecommunication Standardization Sector
(ITU-T) that defines the protocols to provide audio-visual communication sessions on
any packet network. The H.323 standard addresses call signaling and control,
multimedia transport and control, and bandwidth control for point-to-point and

multi-point conferences.

It is widely implemented by voice and video conference equipment manufacturers, is
used within various Internet real-time applications such as GnuGK and NetMeeting and
is widely deployed by service providers and enterprises for both voice and video
services over IP networks.

SIP

SIP (Session Initiation Protocol) is the Internet Engineering Task Force’s (IETF’s) standard
for multimedia conferencing over IP. It is an ASClI-based, application-layer control
protocol (defined in RFC 3261) that can be used to establish, maintain, and terminate
calls between two or more endpoints. Like other VolP protocols, SIP is designed to

address functions of signaling and session management within a packet telephony
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network. Signaling allows call information to be carried across network boundaries.
Session management provides the ability to control attributes of an end-to-end call.

SIP provides capabilities to:

e  Determine the location of the target endpoint -- SIP supports address resolution,

name mapping, and call redirection.

e  Determine media capabilities of the target endpoint -- Via Session Description
Protocol (SDP), SIP determines the “lowest level” of common services between
endpoints. Conferences are established using only media capabilities that can be
supported by all endpoints.

e  Determine the availability of the target endpoint -- A call cannot be completed
because the target endpoint is unavailable, SIP determines whether the called
party is already on the IP phone or does not answer in the allotted number of rings.
It then returns a message indicating why the target endpoint is unavailable.

e  Establish a session between the origin and target endpoint -- The call can be
completed, SIP establishes a session between endpoints. SIP also supports mid-call
changes, such as the addition of another endpoint to the conference or the change

of a media characteristic or codec.

° Handle the transfer and termination of calls -- SIP supports the transfer of calls from
one endpoint to another. During a call transfer, SIP simply establishes a session
between the transferee and a new endpoint (specified by the transferring party)
and terminates the session between the transferee and the transferring party. At
the end of a call, SIP terminates the sessions between all parties.

SIP Components

SIP is a peer-to-peer protocol. The peers in a session are called User Agents (UAs). A

user agent can function as one of following roles:

e  User Agent Client (UAC) -- A client application that initiates the SIP request.

e  User Agent Server (UAS) -- A server application that contacts the user when a SIP

request is received and that returns a response on behalf of the user.

User Agent Client (UAC)

The UAC is an application that initiates up to six feasible SIP requests to the UAS. The six
requests issued by the UAC are: INVITE, ACK, OPTIONS, BYE, CANCEL and REGISTER.
When the SIP session is being initiated by the UAC SIP component, the UAC determines
the information essential for the request, which is the protocol, the port and the IP
address of the UAS to which the request is being sent. This information can be dynamic
and will make it challenging to put through a firewall. For this reason, it may be
recommended to open the specific application type on the firewall. The UAC is also
capable of using the information in the request URI to establish the course of the SIP
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request to its destination, as the request URI always specifies the host which is essential.
The port and protocol are not always specified by the request URI. Thus if the request
does not specify a port or protocol, a default port or protocol is contacted. It may be
preferential to use this method when not using an application layer firewall. Application
layer firewalls like to know what applications are flowing through which ports and it is
possible to use content types of other applications other than the one you are trying to
let through what has been denied.

User Agent Server (UAS)

UAS is a server that hosts the application responsible for receiving the SIP requests from
a UAC, and on reception it returns a response to the request back to the UAC. The UAS
may issue multiple responses to the UAC, not necessarily a single response.
Communication between UAC and UAS is client/server and peer-to—-peer.

Typically, a SIP endpoint is capable of functioning as both a UAC and a UAS, but it
functions only as one or the other per transaction. Whether the endpoint functions as a
UAC or a UAS depends on the UA that initiates the request.

SIP IP Phone Models

This section introduces SIP-T48G, SIP-T46G, SIP-T42G, SIP-T41P, SIP-T29G, SIP-T27P
SIP-T23P/G, SIP-T21(P) E2 and SIP-T19(P) E2 IP phone models. These IP phones are
endpoints in the overall network topology, which are designed to interoperate with
other compatible equipments including application servers, media servers,
internet-working gateways, voice bridges, and other endpoints. These IP phones are
characterized by a large number of functions, which simplify business communication
with a high standard of security and can work seamlessly with a large number of SIP
PBXs.

SIPT48G, SIP-T46G, SIP-T42G, SIP-T41P, SIP-T29G, SIP-T27P SIP-T23P/G, SIP-T21(P) E2 and
SIP-T19(P) E2 IP phones provide a powerful and flexible IP communication solution for
Ethernet TCP/IP networks, delivering excellent voice quality. The high-resolution graphic
display supplies content in multiple languages for system status, call log and directory
access. IP phones also support advanced functionalities, including LDAP Busy Lamp

Field, Sever Redundancy and Network Conference.

The following IP phone models are described:

e  SIPT48G
e  SIPT46G
e  SIPT42G
e  SIPT41P
e  SIPT29G
e  SIPT27P
e  SIPT23P/G
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e  SIPT21(P) E2
e SIPT19(P) E2

IP phones comply with the SIP standard (RFC 3261), and they can only be used within a
network that supports this model of phone.

For a list of key features available on Yealink IP phones running the latest firmware, refer
to Key Features of IP Phones on page 13.

In order to operate as SIP endpoints in your network successfully, IP phones must meet
the following requirements:

e A working IP network is established.
e  VolP gateways are configured for SIP
e The latest (or compatible) firmware of IP phones is available.

e Acall server is active and configured to receive and send SIP messages.

Physical Features of IP Phones

This section lists the available physical features of SIP-T48G, SIP-T46G, SIP-T42G, SIP-T41P
SIPT29G, SIP-T27P, SIP-T23P/G, SIP-T21(P) E2 and SIP-T19(P) E2 IP phones.

SIPT48G

)@a/m/(

Physical Features:

- 7" 800 x 480 pixel color touch screen with backlight
- 24 bit depth color

- 16 VolP accounts, Broadsoft Validated/Asterisk® Compatible
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- HD Voice: HD Codec, HD Handset, HD Speaker

- 26 keys including 7 feature keys

- 1*RJ9 (4P4C) handset port

- 1*RJ9 (4P4C) headset port

- 2*RJ45 10/100/1000Mbps Ethernet ports

- 1*RJ12 (6P6C) expansion module port

- 4 LEDs: 1*power, 1*mute, 1*headset, 1*speakerphone
- Power adapter: AC 100~240V input and DC 5V/2A output
- Power over Ethernet (IEEE 802.3af)

- Built-in USB port, support Bluetooth headset

- Wall Mount

SIPT46G

Physical Features:

- 4.3" 480 x 272 pixel color display with backlight

- 24 bit depth color

- 16 VolP accounts, Broadsoft Validated/Asterisk® Compatible
- HD Voice: HD Codec, HD Handset, HD Speaker

- 40 keys including 10 line keys

- 1*RJ9 (4P4C) handset port

- 1*RJI9 (4P4C) headset port

- 2*RJ45 10/100/1000Mbps Ethernet ports

- 1*RJ12 (6P6C) expansion module port
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- 14 LEDs: 1*power, 10*line, 1*mute, 1*headset, 1*speakerphone
- Power adapter: AC 100~240V input and DC 5V/2A output

- Power over Ethernet (IEEE 802.3af)

- Built-in USB port, support Bluetooth headset

- Wall Mount

SIPT42G

VGO/// e

Physical Features:

- 192 x 64 graphic LCD

- 12 VolIP accounts, Broadsoft Validated/Asterisk® Compatible
- HD Voice: HD Codec, HD Handset, HD Speaker

- 34 keys including 6 line keys

- 1*RJ9 (4P4C) handset port

- 1*RJ9 (4P4C) headset port

- 2*RJ45 10/100/1000Mbps Ethernet ports

- 1*RJ12 (6P6C) EHS36 headset adapter port

- 10 LEDs: 1*power, é6*line, 1*mute, 1*headset, 1*speakerphone
- Power adapter: AC 100~240V input and DC 5V/1.2A output
- Power over Ethernet (IEEE 802.3af)

- Wall Mount
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SIPT41P

Physical Features:

192 x 64 graphic LCD

- 6 VolP accounts, Broadsoft Validated/Asterisk® Compatible
- HD Voice: HD Codec, HD Handset, HD Speaker

- 34 keys including 6 line keys

- 1*RJ9 (4P4C) handset port

- 1*RJ9 (4P4C) headset port

- 2*RJ145 10/100Mbps Ethernet ports

- 1*RJ12 (6P6C) EHS36 headset adapter port

- 10 LEDs: 1*power, 6*line, 1*mute, 1*headset, 1*speakerphone
- Power adapter: AC 100~240V input and DC 5V/1.2A output
- Power over Ethernet (IEEE 802.3af)

- Wall Mount
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SIPT29G

Physical Features:

- 4.3" 480 x 272 pixel color display with backlight

- 24 bit depth color

- 16 VoIP accounts, Broadsoft Validated/Asterisk® Compatible
- HD Voice: HD Codec, HD Handset, HD Speaker

- 41 keys including 10 line keys

- 1*RJ9 (4P4C) handset port

- 1*RJ9 (4P4C) headset port

- 2*RJ45 10/100/1000Mbps Ethernet ports

- 1*RJ12 (6P6C) expansion module port

- 13 LEDs: 1*power, 10*line, 1*headset, 1*message

- Power adapter: AC 100~240V input and DC 5V/2A output
- Power over Ethernet (IEEE 802.3af)

- Built-in USB port, support Bluetooth headset

- Wall Mount
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SIPT27P

Physical Features:

- 240x120 graphic LCD

- 6 VolP accounts, Broadsoft Validated/Asterisk® Compatible
- HD Voice: HD Codec, HD Handset, HD Speaker

- 39 keys including 8 line keys

- 1*RJ9 (4P4C) handset port

- 1*RJ9 (4P4C) headset port

- 2*RJ145 10/100Mbps Ethernet ports

- 1*RJ12 (6P6C) expansion module port

- 11*LEDs: 1*power, 8*line, 1*headset, 1*message

- Power adapter: AC 100~240V input and DC 5V/1.2A output
- Power over Ethernet (IEEE 802.3af)

- Wall Mount
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SIPT23P/G

Physical Features:

- 132x64 graphic LCD with 4-level grayscales

- 3VolP accounts, Broadsoft Validated/Asterisk® Compatible

- HD Voice: HD Codec, HD Handset, HD Speaker

- 31 keys including 4 soft keys

- 1*RJ9 (4P4C) handset port

- 1*RJ9 (4P4C) headset port

- 2*RJ45 10/100/1000Mbps Ethernet ports (1000Mbps is only applicable to SIP-T23G IP

phones)
- 5 LEDs: 1*power, 3*line, 1*message
- Power adapter: AC 100~240V input and DC 5V/600mA output
- Power over Ethernet (IEEE 802.3af)
- Wall Mount

10
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SIPT21(P) E2

Physical Features:

- 132x64 graphic LCD

- 2 VolP accounts, Broadsoft Validated/Asterisk® Compatible

- 30 keys including 4 soft keys

- 4 LEDs: 1*power, 2*line, 1*message

- HD Voice: HD Codec, HD Handset, HD Speaker

- 1xRJ9 (4P4C) handset port

- 1xRJ9 (4P4C) headset port

- 2xRJ45 10/100Mbps Ethernet ports

- Power adapter: AC 100~240V input and DC 5V/600mA output
- Power over Ethernet (IEEE 802.3af) (not applicable to SIP-T21 E2 IP phones)
- Wall Mount

11
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SIPT19(P) E2

Physical Features:

- 132x64 graphic LCD

- Single VoIP account, Broadsoft Validated/Asterisk® Compatible
- 28 keys including 4 soft keys

- 1 LED: 1*power

- HD Voice: HD Codec, HD Handset, HD Speaker

- 1xRJ9 (4P4C) handset port

- 1xRJ9 (4P4C) headset port

- 2xRJ45 10/100Mbps Ethernet ports

- Power adapter: AC 100~240V input and DC 5V/600mA output

- Power over Ethernet (IEEE 802.3af) (not applicable to SIP-T19 E2 IP phones)
- Wall Mount

12
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Key Features of IP Phones

In addition to physical features introduced above, IP phones also support the following

key features when running the latest firmware:

Phone Features

Call Options: emergency call, call waiting, call hold, call mute, call forward,
call transfer, call pickup, conference.

Basic Features: DND, auto redial, live dialpad, dial plan, hotline, caller identity,
auto answer.

Advanced Features: BLF, server redundancy, distinctive ring tones, remote
phone book, LDAP

e Codecs and Voice Features

Wideband codec: G.722

Narrowband codec: G.711, G.726, G.729, iLBC, G723 (G723 is not applicable to
SIP-T27P SIP-T23P/G, SIP-T21(P) E2 and SIP-T19(P) E2 IP phones)

VAD, CNG, AEC, PLC, AJB, AGC
Full-duplex speakerphone with AEC

Network Features

SIP v1 (RFC 2543), v2 (RFC 3261)

NAT Traversal: STUN mode

DTMF: INBAND, RFC 2833, SIP INFO

Proxy mode and peer-to-peer SIP link mode

IP assignment: Static/DHCP/PPPoE (PPPoE is not applicable to SIP-T42G/T41P IP

phones)

VLAN assignment: LLDP/Static/DHCP/CDP
Bridge mode for PC port

HTTP/HTTPS server

DNS client

NAT/DHCP server

IPvé support

Management

FTP/TFTP/HTTP/PnP auto-provision
Configuration: browser/phone/auto-provision
Direct IP call without SIP proxy

Dial number via SIP server

Dial URL via SIP server

TR-069

13



Administrator’s Guide for SIP-T2 Series/T19(P) E2/T4 Series IP Phones

e Security
- HTTPS (server/client)
- SRTP (RFC 3711)
- Transport Layer Security (TLS)
- VLAN (802.19), QoS
- Digest authentication using MD5/MD5-sess
- Secure configuration file via AES encryption
- Phone lock for personal privacy protection
- Admin/User configuration mode

- 802.1X authentication

Expansion Module

This section introduces EXP38, EXP39 and EXP40 expansion modules. EXP38 and EXP39
are only applicable to SIP-T29G and SIP-T27P IP phones. EXP40 is only applicable to
SIPT48G and SIP-T46G IP phones.

EXP38

Physical Features:

- 38 physical keys each with a dual-color LED
- Daisy-chain 6 modules up to 228 keys
- Power adapter: AC 100~240V input and DC 5V/1.2A output

14
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- 2*RJ-12 (6P6C) ports for data in and out

EXP39

Physical Features:

- Rich visual experience with 160 x 320 graphic LCD

- 20 physical keys each with a dual-color LED

- 20 additional keys through page switch

- Daisy-chain 6 modules up to 120 keys

- Power adapter: AC 100~240V input and DC 5V/1.2A output
- 2*RJ-12 (6P6C) ports for data in and out

15
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EXP40

Physical Features:

- Rich visual experience with 160 x 320 graphic LCD

- 20 physical keys each with a dual-color LED

- 20 additional keys through page switch

- Supports up to 6 modules daisy-chain

- Power adapter: AC 100~240V input and DC 5V/1.2A output
- 2*RJ-12 (6P6C) ports for data in and out

- Wall Mount

16
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Getting Started

This chapter provides basic information and installation instructions of
SIPT48G/T46G[T42G/T41P[T29G/T27P/T23P/T23G/T21(P) E2/T19(P) E2 IP phones.

This chapter provides the following sections:

e Connecting the IP Phones

e Initialization Process Overview

e Verifying Startup

e Reading Icons

e Configuration Methods

e Obtaining Configuration Files and Resource Files
e Keep User Personalized Settings

e Provisioning Server

e Configuring Basic Network Parameters

e Upgrading Firmware

Connecting the IP Phones

This section introduces how to install
SIPT48G/T46G/T42G/T41P/T29G/T27P/T23P/T23G/T21(P) E2/T19(P) E2 IP phones with

components in packaging contents.

1. Attach the stand and the optional wall mount bracket
2. Connect the handset and optional headset

3. Connect the network and power

Note A headset, wall mount bracket are not included in packaging contents.

17
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1) Attach the stand and the optional wall mount bracket:

For SIPT48G:

S ETLS LS LTS LTSS

TSI ATT
Desk Mount Methed

Desk Mount Method

=

H@Imb
| sl -

-t

Wall Mount Method (Optional)

Note The top two slots on SIP-T48G IP phones are plugged up by silica gel. You need to pull out
silica gel before attaching the wall mount bracket.
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For SIP-T46G:

Ve

Desk Mount Method

CEEN

Wall Mount Method (Optional)
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For SIPT42G/T41P:

Wall Mount Method (Optional)

20
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For SIPT29G/T27P:

Desk Mount Method

Desk Mount Method

Wall Mount Method (Optional)
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For SIPT23P/T23G:

i
Desk Mount Mathod

Desk Mount Method

Wl

Wall Mount Method

Wall Mount Method (Optional)

22
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For SIPT21(P) E2:

o
Dres aunt Metho

Desk Mount Method

=20 éf;jiféa

L LIS LTS

Wall Mount Method

Wall Mount Method (Optional)
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For SIPT19(P) E2

LTI
Desk Mount Method

Desk Mount Method

G (G
(B @ (R

TR T

Wall Mount Method

Wall Mount Method (Optional)

Note The hookswitch tab has a lip which allows the handset to stay on-hook when the IP
phone is mounted vertically.

For more information on how to mount the IP phone to a wall, refer to Yealink Wall Mount
Quick Installation Guide.

2) Connect the handset and optional headset:

For SIP-T48G/T46G/T29G:

= <2{:;>\% Bluetooth USB Dongle BT40

k@Wir&eless Headset Adapter EHS36

24
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Note

For SIPT42G/T41P:

”/;%I Wireless Headset Adapter EHS36

Wireless headset adapter EHS36 and Bluetooth USB dongle BT40 should be purchased
separately.

For more information on how to use the EHS36 on the IP phone, refer to Yealink EHS36
User Guide.

Bluetooth can only be used on the SIP-T48G/T46G/T29G IP phones. For more information
on how to use the Bluetooth on SIP-T48G/T46G/T29G IP phones, refer to Yealink Bluetooth
USB Dongle BT40 User Guide.

The EXT port on SIP-T48G and SIP-T46G IP phones can also be used to connect the
expansion module EXP40. The EXT port on SIPT29G/T27P IP phones can also be used to
connect the expansion module EXP38/EXP39. For more information on how to connect the
EXP40/EXP39/EXP38, refer to Yealink EXP40 User Guide/Yealink EXP39 User Guide/Yealink
EXP38 User Guide.

For SIP-T23P/T23G/T21(P) E2:
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3) Connect the network and power:
e  AC power (Optional)

° Power over Ethernet (PoE)

Note PoE is not applicable to the SIP-T21 E2 and SIP-T19 E2 IP phones.

AC Power (Optional)

To connect the AC power and network:

1. Connect the DC plug of the power adapter to the DC5V port on the IP phone and

connect the other end of the power adapter into an electrical power outlet.

2. Connect the included or a standard Ethernet cable between the Internet port on
the IP phone and the one on the wall or switch/hub device port.

PC Connection
(Optional)

Power over Ethernet

With the included or a regular Ethernet cable, IP phones can be powered from a
PoE-compliant switch or hub.
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To connect the PoE:

1. Connect the Ethernet cable between the Internet port on the IP phone and an
available port on the in-line power switch/hub.

{ sew Internst PC

PoE [ Power over
Eihemet ) Oplion

IEEE 802 3af compliant
PoE Hub/Switch

PC Connection
{Cptional)

Note If in-line power switch/hub is provided, you don’t need to connect the phone to the power
adapter. Make sure the switch/hub is PoE-compliant.

The IP phone can also share the network with another network device such as a PC
(personal computer). It is an optional connection.

Important! Do not unplug or remove the power while the IP phone is updating firmware
and configurations.

Initialization Process Overview

The initialization process of the IP phone is responsible for network connectivity and
operation of the IP phone in your local network.

Once you connect your IP phone to the network and to an electrical supply, the IP phone
begins its initialization process.

During the initialization process, the following events take place:
Loading the ROM file

The ROM file resides in the flash memory of the IP phone. The IP phone comes from the
factory with a ROM file preloaded. During initialization, the IP phone runs a bootstrap
loader that loads and executes the ROM file.

Configuring the VLAN

If the IP phone is connected to a switch, the switch notifies the IP phone of the VLAN
information defined on the switch (if using LLDP or CDP). The IP phone can then proceed
with the DHCP request for its network settings (if using DHCP).
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Querying the DHCP (Dynamic Host Configuration Protocol) Server

The IP phone is capable of querying a DHCP server. DHCP is enabled on the IP phone
by default. The following network parameters can be obtained from the DHCP server
during initialization:

e |P Address

e  Subnet Mask

e  Gateway

e  Primary DNS (Domain Name Server)

e  Secondary DNS

You need to configure network parameters of the IP phone manually if any of them is not
supplied by the DHCP server. For more information on configuring network parameters

manually, refer to Configuring Network Parameters Manually on page 67.
Contacting the provisioning server

If the IP phone is configured to obtain configurations from the provisioning server, it will
connect to the provisioning server and download the configuration file(s) during startup.
The IP phone will be able to resolve and update configurations written in the
configuration file(s). If the IP phone does not obtain configurations from the provisioning

server, the IP phone will use configurations stored in the flash memory.
Updating firmware

If the access URL of firmware is defined in the configuration file, the IP phone will
download firmware from the provisioning server. If the MD5 value of the downloaded
firmware file differs from that of the image stored in the flash memory, the IP phone will

perform a firmware update.
Downloading the resource files

In addition to configuration file(s), the IP phone may require resource files before it can
deliver service. These resource files are optional, but if some particular features are

being deployed, these files are required.

The followings show examples of resource files:

e Language packs
e Ringtones

. Contact files

Verifying Startup
After connected to the power and network, the IP phone begins the initializing process
by cycling through the following steps:
1. The power indicator LED illuminates green.
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2. The message “Welcome Initializing... please wait” appears on the LCD screen
when the IP phone starts up.

3. The main LCD screen displays the following:
e Time and date
e  Soft key labels

4. Press the OK/V key to check the IP phone status, the LCD screen displays the valid
IP address, MAC address, firmware version, etc.

If the IP phone has successfully passed through these steps, it starts up properly and is
ready for use.
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Reading Icons

Icons associated with different features may appear on the LCD screen. The following table provides a description for each icon on IP phones.

T23P/123G L.
T48G T46G T42G[T41P 129G T27P T19(P) E2 Description
[T21(P) E2

W [ W, [ [ 1 (] Network is unavailable.

(& = <« = Y5y <« 8 Private line registers successfully.
a : ® ® @ Registration failed
- - 8 - B B ® Registering
(Flashing)

Hands-free speakerphone mode

)’ < ) A4y | )

Handset mode

)
¥
O (P o000 0O () | Headset mode

Voice Mail
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T23P/T23G

T48G T46G T42G/T41P 129G T27P /T21(P) E2 T19(P) E2 Description

3] / = E E E Text Message
ﬁﬁ AA #A Auto Answer

- - DND @ | b | [N Do Not Disturb

= = c = e e e Call Forward
O) (1) ORI O O Call Hold

I’ |’ |’ |’

1] 4 4 4 Call Mute
Q}: I‘X Q}: I:IdX I:IQX DQX Ringer volume is 0
@ é @ a B B Phone Lock

abc abe Eﬂ m Multi-lingual lowercase letters input

abc abc

method
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T23P/T23G _
T48G T46G T42G/T41P 129G T27P T19(P) E2 Description
[T21(P) E2
— E— ——— _ Multi-lingual uppercase letters input
ABC ABC LI, ABC LI i LI
[ 56 e g e | e |
m Alphanumeric input method
Numeric input method
Multi-li I d
Abc Abc Abc A Abc vitilingual uppercase an
lowercase letters input method
tf * \ * \ \ V Received Calls
tf T \ T \ \ \ Placed Calls
‘2’ v Vv ¥ v v \ Vo Missed Calls
=) cC o e d e Forwarded Calls
@ @ @ @ Recording box is full
H H x H l x x A call cannot be recorded
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T23P/123G L.
T48G T46G T42G/T41P 129G T27P T19(P) E2 Description
[T21(P) E2
@ ® . . . Recording starts successfully

Recording cannot be started

B | X

Recording cannot be stopped

< K| X

< B X

VPN VPN VPN / VPN is enabled
é / é / / / Bluetooth mode is on
Bluetooth headset is both paired
3 3k / Bk / / / i
and connected
/ ﬁ / / / / Conference
P A s A A A The default contact icon
/ / / / The default caller photo
% / % / / / Line is seized (line key type is Line)
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T23P/123G L.
T48G T46G T42G/T41P 129G T27P T19(P) E2 Description
[T21(P) E2
/ / / / Line key type is Speed Dial
BLF/BLF list idle state (line key type is
/ / / /
E ) - - BLF/BLF List)
BLF/BLF list ringing state (line ke
9 a / & | / / st ringing state (fne key
- type is BLF/BLF List)
BLF/BLF list hold state (line key type
/ / / /
ol - - is BLF/BLF List)
BLF/BLF list calling state (line key
/ / / /
A= a a type is BLF/BLF List)
/ & / / / BLF/BLF list failed state (line key type
. & is BLF/BLF List)
S S BLF/BLF list call park state (line key
10 i )
/ / / /
ol %“'E %"L type is BLF/BLF List)
M / M / / / Line key type is Voice Mail
i / 19 / / / Line key type is Group Pickup
2 Lo Park successfully/Call park idle state
i i
g / / / /
- %L %L (line key type is Call Park)
2 i Call park ringing state (line key type
0 o
i / / / /
- %“L %’L is Call Park)
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T23PT23G -
T48G T46G T42G/T41P 129G T27P T19(P) E2 Description
[T21(P) E2
@ / @ / / / Park failed
-'- H / H / / / Line key type is Intercom
2 / & / / / Line key type is DTMF/Prefix
= = Line key type is Local Group/XML
1 / 1 / / / y typ P
— p— Group
%ﬁﬁ / %frﬁ / / / Line key type is XML Brower
i / i / / / Line key type is LDAP
M / M / / / Line key type is Conference
M / M / / / Line key type is Forward
M / M / / / Line key type is Transfer
M / M / / / Line key type is Hold
LA / L& / / / Line key type is DND
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T23P/T23G L.
T48G T46G T42G/T41P 129G T27P T19(P) E2 Description
[T21(P) E2
m / H / / / Line key type is Recall
m / H / / / Line key type is SMS
m / H / / / Line key type is Record/URL Record
A recording is started (Line key type
(®) - / - / / / . 9 (Line keyttyp
. is Record/URL Record)
ey ey Line key type is Multicast
| [ @] | | [t
Paging/Group Listening
%@\’ / @L / / / Line key type is Hot Desking
m / m / / / Line key type is Zero Touch
2 / 12 / / / Line key type is URL
%@\’ / %‘?’ / / / Line key type is Phone Lock
2y & " & r g} r The ACD state is available
. and x and x and x and x | The ACD state is unavailable
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T23P/T23G _
T48G T46G T42G/T41P 129G T27P T19(P) E2 Description
[T21(P) E2
[ [ .
& (-] o (-] (] (] The ACD state is Wrap up
’(E g ’(E g g3 g3 Log out of the ACD system
- % ﬂ % ﬂ ﬂ ﬂ The shared line/bridged line is idle
The shared line receives ring-back
/ / / /
J fnd % % tone
The shared line receives an
/ / / /
}‘- % % incoming call
1—_“ % / % / / / The shared line is in conversation
e —— The shared line conversation is
a“p / / / /
A0 % % placed on public hold
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Configuration Methods

IP phones can be configured automatically through configuration files stored on a
central provisioning server, manually via phone user interface or web user interface, or

by a combination of the automatic and manual methods.

The recommended method for configuring IP phones is automatically through a central
provisioning server. If a central provisioning server is not available, the manual method

will allow changes to most features.

The following sections describe how to configure IP phones using each method.
° Phone User Interface

. Web User Interface

e  Configuration Files

Phone User Interface

An administrator or a user can configure and use IP phones via phone user interface.
Access to specific features is restricted to the administrator. The default password is
“admin”(case-sensitive). Not all features are available on phone user interface. For

more information, refer to Yealink phone-specific user guide.

Web User Interface

An administrator or a user can configure IP phones via web user interface. The default
user name and password for the administrator to log into the web user interface are
both “admin” (case-sensitive). Most features are available for configuring via web user
interface. IP phones support both HTTP and HTTPS protocols for accessing the web user
interface. For more information, refer to Web Server Type on page 126.

Configuration Files

38

An administrator can deploy and maintain a mass of IP phones using configuration files.

The configuration files consist of:

° Common CFG file
. MAC-Oriented CFG file
° MAC-local CFG file

Common CFG file

A Common CFG file contains parameters that affect the basic operation of the IP phone,
such as language and volume. It will be effectual for all IP phones of the same model.
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The common CFG file has a fixed name for each IP phone model. The name of the
Common CFG file for each IP phone model is:

e  S|PT48G: y000000000035.cfg

e  SIPT46G: y000000000028.cfg

e  SIPT42G: y000000000029.cfg

e  S|PT41P: y000000000036.cfg

e  SIPT29G: y000000000046.cfg

e  S|P-T27P: y000000000045.cfg

e  S|PT23P/G: y000000000044.cfg

e  SIP-T21(P) E2: y000000000052.cfg
e  SIPT19(P) E2: y00O0000000053.cfg

MAC-Oriented CFG file

A MAC-Oriented CFG file contains parameters unique to a particular phone. It will only
be effectual for a specific IP phone. The MAC-Oriented CFG file is named after the MAC
address of the IP phone. For example, if the MAC address of an IP phone is
00156574B150, the name of the MAC-Oriented CFG file must be 00156574b150.cfg

(case-sensitive).
MAC-local CFG file

A MAC-local CFG file contains changes that users make via web user interface and
phone user interface. It will only be effectual for a specific IP phone. The MAC-local CFG
file is named after the MAC address of the IP phone. This file is stored locally on the IP
phone and can also be uploaded to the provisioning server.

Most configurations made by users via web user interface and phone user interface can
be saved to the <MAC>-local.cfg file, but some configurations listed as below are
defined never to be saved to the <MAC>-local.cfg file:
e  Configurations associated with the password.

For example,

#Configure the password for PPPoE connection.

network.pppoe.password =
e  Configurations requiring a reboot during auto provisioning.

For example,

#Configure the IP address mode.

network.ip_address_mode =
e The following specified configurations.

#Configure always forward feature.

forward.always.enable =
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forward.always.target =
forward.always.on_code =
forward.always.off code =
#Configure busy forward feature.
forward.busy.enable =
forward.busy.target =
forward.busy.on_code =
forward.busy.off_code =
#Configure no answer forward feature.
forward.no_answer.enable =
forward.no_answer.target =
forward.no_answer.timeout =
forward.no_answer.on_code =
forward.no_answer.off_code =
#Configure DND feature.
features.dnd.enable =
features.dnd.on_code =
features.dnd.off_code =

#Configure always forward feature for account X. (X stands for the serial number
of account)

account.X.always_fwd.enable =
account.X.always_fwd.target =
account.X.always_fwd.on_code =
account.X.always_fwd.off code =

#Configure busy forward feature for account X. (X stands for the serial number of

account)
account.X.busy_fwd.enable =
account.X.busy_fwd.target =
account.X.busy_fwd.on_code =
account.X.busy_fwd.off_code =

#Configure no answer forward feature for account X. (X stands for the serial
number of account)

account.X.timeout_fwd.enable =
account.X.timeout_fwd.target =
account.X.timeout_fwd.timeout =
account.X.timeout_fwd.on_code =

account.X.timeout_fwd.off_code =
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#Configure DND feature for account X. (X stands for the serial number of account)
account.X.dnd.enable =

account.X.dnd.on_code =

account.X.dnd.off_code =

#Configure the access URL of the firmware file.

firmware.url =

#Configure the access URL of configuration files.

auto_provision.server.url=

The following configurations are defined to be bundled together. If a user modifies one
of the configurations in a group via web user interface and phone user interface, the
other configurations in this group can also be saved to the <MAC>-local.cfg file (if the
configuration value is blank, write “%NULL%" into the configuration) in addition to the

modified configuration.

#Group1: Configure line key. (Line key is not applicable to SIP-T19(P) E2 IP phones. X
stands for the serial number of line key)

linekey.X.line =

linekey.X.value =

linekey.X.pickup_value =

linekey.X.type =

linekey.X.xml_phonebook =

linekey.X.label =

#Group2: Configure programable key. (X stands for the serial number of programable
key)

programablekey.X.type =

programablekey.X.line =

programablekey.X.value =

programablekey.X.xml_phonebook =

programablekey.X.history_type =

programablekey.X.label =

#Group3: Configure expansion module key. (Expansion module key is only applicable
to the SIPT48G/T46G/T29G/T27P IP phones. X stands for the serial number of expansion
module, Y stands for the serial number of expansion key)

expansion_module.X .key.Y.type =
expansion_module.X key.Y.line =
expansion_module.X key.Y.value =
expansion_module.X.key.Y.pickup_value =

expansion_module.X key.Y.label =

expansion_module.X.key.Y.xml_phonebook =
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The MAC-local CFG file enables the phone to keep user personalized settings. For more
information on how to keep user personalized settings, refer to Keep User Personalized

Settings on page 45.
Central Provisioning

IP phones can be centrally provisioned from a provisioning server using the
configuration files (<y0000000000xx>.cfg and <MAC>.cfg). You can use a text-based
editing application to edit configuration files, and then store configuration files to a
provisioning server. For more information on the provisioning server, refer to Provisioning
Server on page 56.

IP phones can obtain the provisioning server address during startup. Then IP phones
download configuration files from the provisioning server, resolve and update the
configurations written in configuration files. This entire process is called auto
provisioning. For more information on auto provisioning, refer to

Yealink SIP-TZ Series T19(P) EZ T4 _Series IP Phones Auto Provisioning Guide.

Obtaining Configuration Files and Resource Files

42

When configuring particular features, you may need to upload resource files (e.g., local
contact directory, remote phone book) to IP phones. If the resource file is to be used for
all IP phones of the same model, the resource file access URL is best specified in the
<y0000000000xx>.cfg file. However, if you want to specify the desired phone to use the
resource file, the resource file access URL should be specified in the <MAC>.cfg file.

The names of the Yealink-supplied template files are:

Template File File Name

Common CFG file Common.cfg

Configuration Files MAC-Oriented CFG

. MAC.cfg
file

AutoDST Template AutoDST.xml

For example,

000.GUIl.English.lang
Language Packs
1.English_note.xml

Resource Files 1.English.js

Input Method File ime.txt

Replace Rule .
dialplan.xml
Template

Dial-now Template dialnow.xml
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Template File

File Name

Softkey Layout
Template

CallFailed.xml
Callln.xml
Connecting.xml

Dialing.xml (not applicable
to SIPT48G)

RingBack.xml

Talking.xml

Directory Template

favorite_setting.xml

Super Search
Template

super_search.xml

Local Contact File

contact.xml

Remote Phone Book
Template

Department.xml

Menu.xml

You can ask the distributor or Yealink FAE for template files. You can also obtain the

template files online:

http://support.yealink.com/documentFront/forwardToDocumentFrontDisplayPage.

To download template files:

1. Go to Yealink Document Download Page and select the desired phone model.

2. Download and extract the combined configuration files to your local system.
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The following illustration shows the template files available for SIP-T48G IP phones

running firmware version 73.

Download FAQ Forum

Download v

Yealink |Support

Ultra-elegant Gigabit IP Phone SIP-T48G
r Jate 2015/05/05 view 7

Datasheet Datasheet Yealink STP-T48G Datasheet.pdf

Firmware &  Yealink_SIP_phones e_Notes_of_Version73.pdl  New
Release
Note 35.73.0.50.2ip 1

35.73.193.50.zip New
35.73.0.40.zip
35.73.0.28.zip

35.73.193.40.zp

Yealink_SIP_phones_Relese_Note_Of_Version72 .pdf
35.72.0.30.2ip

35.72.0.10.zip

35.72.0.5.zp

35.72.193.25.20
vealink_SIP-T48G_Quick_Start_Guide_V73_40.pdf

Yealink_SIP-T4BG_Quick_Installaty
vealink_SIP-T48G_Quick_Reference_G

yealinkwallMountQuickinstallation-19005462170.zip

Other
Documents

I Yealink_IP_Phone_AutoProvisionin_Template_(X.732.0.40).zip J

Yealink Configuration Encryption Tool.zip
CE-T48G.pdf

Yealink Configuration Generator Tool.zip

Open the folder you extracted and identify the template file you will edit according
to the table introduced above.

For some features, you can customize the filename as required. The following table lists

the special characters supported by Yealink IP phones:

it HTTP/HTTPS TFTP/FTP
Support: ~ '@ $ ~ Support: ~ '@ $ ~
O_-.. 11 O_-, Sy % &=
Windows (including space) + (including space)
Not Support: | < >:" | Not Support: | < > :"
IN*?2#% &=+ I\N*?#
Support: ~ ' l@$ * Support: ~ ' l@$ *
O_- S <> O -5 <>
Linux (including space) "% & = + (including
Not Support: /\ * ? # space)
% & = + Not Support: /\ * ? #
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Keep User Personalized Settings

Generally, the administrator deploys phones in batch via auto provisioning, yet some
users would like to keep the personalized settings (e.g., ringtones, dial plan and DSS
keys), after auto provisioning. These specific scenarios are applicable to
SIP-T48G/T46G[T42G[T41P[T29G/T27P/T23P/T23G/T21(P) E2/T19(P) E2 IP phones running
firmware version 80 or later. The following demonstrated specific scenarios are taking

SIPT46G/T23G IP phones as example for reference.

Note Yealink IP phones support FTR TFTR HTTP and HTTPS protocols for uploading the
MAC-local CFG file. This section takes the TFTP protocol as an example. Before
performing the following, make sure the provisioning server supports uploading.

If you are using the HTTP/HTTPS server, you can specify the way the IP phone uploads the
MAC-local CFG file to the provisioning server. It is determined by the value of the
parameter “auto_provision.custom.upload_method”.

Configuration Parameters

The following table lists the configuration parameters used to determine the phone
behavior for keeping user personalized settings:

Parameters Permitted Values Default

auto_provision.custom.protect Oor1 0

Description:

Enables or disables the IP phone to keep user personalized settings after auto
provisioning.

0-Disabled

1-Enabled

If it is set to 1 (Enabled), personalized settings configured via web or phone user
interface will be kept after auto provisioning.

Web User Interface:

None

Phone User Interface:

None

auto_provision.custom.sync Oor1 0

Description:

Enables or disables the IP phone to periodically (every 5 minutes) upload the
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Parameters Permitted Values Default

<MAC>-local.cfg file to the provisioning server, and download the <MAC>-local.cfg file

from the provisioning server during auto provisioning.
0-Disabled
1-Enabled

If it is set to 1 (Enabled), the IP phone will periodically upload the <MAC>-local.cfg file to
the provisioning server to back up this file. During auto provisioning, the IP phone will
download the <MAC>-local.cfg file from the provisioning server to override the one

stored on the phone.

If it is set to 0 (Disabled), the IP phone will not upload the <MAC>-local.cfg file to the
provisioning server. During auto provisioning, the IP phone will not download the

<MAC>-local.cfg file from the provisioning server.
Web User Interface:
None

Phone User Interface:

None

auto_provision.custom.upload_method Oor1 0

Description:

Configures the way the IP phone uploads the <MAC>-local.cfg file to the provisioning
server (for HTTP/HTTPS server only).

0-PUT

1-POST

Note: It works only if the value of the parameter “auto_provision.custom.sync” is set to 1
(Enabled).

Web User Interface:

None

Phone User Interface:

None

For more information on how to configure these parameters in different scenarios, refer

to the following introduced scenarios.
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Scenario A Keep user personalized configuration settings

Scenario (A) Keep user personalized configuration settings (IP phones are

running firmware version prior to X.73.0.1)

Note

The administrator wishes to upgrade firmware from the old version to the latest version.

Meanwhile, keep user personalized settings after auto provisioning and upgrade. This
scenario is only applicable to SIPT48G/T46G/T42G/T41P IP phones.

Scenario Conditions:

The current firmware version of the SIP-T46G IP phone is 28.71.0.181. This firmware
version does not support keeping user personalized settings and generating a
<MAC>-local.cfg file.

The target firmware version of the SIP-T46G IP phone is 28.80.0.5. This firmware
version supports keeping user personalized settings after auto provisioning or

upgrade.

The MAC address of the SIP-T46G IP phone: 001565221229

Provisioning server URL: tftp://192.168.1.211

Place the target firmware to the root directory of the provisioning server.

Create a new directory "ProvisioningDir_new" under the root directory of the

provisioning server.

The IP phone with old firmware does not support keeping user personalized settings
after auto provisioning and upgrade. You can configure the value of the parameter
“auto_provision.custom.protect” to 1 in the configuration file to keep user personalized
settings after auto provisioning and upgrade.

Do the following operations:

1.

Place the configuration files (y000000000028.cfg and 001565221229.cfg) that you
want the IP phone to download to the new directory “ProvisioningDir_new” of the

provisioning server.

Add/Edit the following parameter in the y000000000028.cfg file or 001565221229.cfg
file you want the IP phone to download:

auto_provision.custom.protect = 1

Create a blank configuration file “y000000000028.cfg” on the root directory of the
provisioning server and add the following parameters to this file.

firmware.url = tftp://192.168.1.211/28.80.0.5.rom
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Note

Note

auto_provision.server.url = tftp://192.168.1.211/ProvisioningDir_new

If your IP phone is running firmware version prior to 61, the IP phone can only recognize
the old (M1) configuration file for auto provisioning, so the blank configuration file
created above uses the M1 template.

Trigger the IP phone to perform the auto provisioning process. For more information
on how to trigger auto provisioning process, refer to Triggering the IP Phone to
Perform the Auto Provisioning section in Yealink SIP-TZ Series T19(P)

E2 T4 Series IP_Phones Auto_Provisioning Guide.

During auto provisioning, the IP phone first downloads the y000000000028.cfg file,

and then downloads firmware from the root directory of the provisioning server.

The IP phone reboots to complete firmware upgrade, and then starts auto
provisioning process again which is triggered by phone reboot (the power on mode
is enabled by default). It downloads the y000000000028.cfg and 001565221229.cfg
files in sequence from the new directory “ProvisioningDir_new” of the provisioning
server. As no 001565221229-local.cfg file exists on the IP phone, the IP phone
automatically generates a 001565221229-local.cfg file which saves the personalized
settings of the old firmware.

The IP phone updates configurations in the downloaded configuration files orderly
to the IP phone system. As the value of the parameter
“auto_provision.custom.protect” is set to 1, the phone also updates the
configurations stored in the 001565221229-local.cfg file on the phone. As a result,
the personalized settings of the old firmware are remained after upgrade and auto

provisioning.

If a configuration item is both in the downloaded MAC-local.cfg file and Common CFG
file/ MAC-Oriented CFG file, setting of the configuration item in the MAC-local CFG file
will be written and saved to the IP phone system.

Scenario (B) Keep user personalized configuration settings (IP phones are

running firmware version X.80.0.1 or later)
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The administrator wishes to upgrade firmware from the old version to the latest version.
Meanwhile, keep user personalized settings after auto provisioning and upgrade.

Scenario Conditions:

SIP-T23G IP phone current firmware version: 44.80.0.1. This firmware supports

keeping personalized settings and generating a <MAC>-local.cfg file.

SIP-T23G IP phone target firmware version: 44.80.0.5. This firmware supports

keeping personalized settings and generating a <MAC>-local.cfg file.
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e SIPT23G IP phone MAC: 001565770984
e  Provisioning server URL: tftp://192.168.1.211

° Place the target firmware to the root directory of the provisioning server.

The old firmware version supports keeping personalized settings and generating a
<MAC>-local.cfg file. To keep user personalized settings after auto provisioning and
upgrade, you need to configure the value of the parameter
“auto_provision.custom.protect” to 1 in the configuration file.

Do one of the following operations:
Scenario Operations I

1. Add/Edit the following parameters in the y000000000044.cfg file or
001565770984.cfg file you want the IP phone to download:

auto_provision.custom.protect=1
auto_provision.custom.sync=1

firmware.url = tftp://192.168.1.211/44.80.0.5.rom

2. Trigger the IP phone to perform the auto provisioning process. For more information
on how to trigger auto provisioning process, refer to Triggering the IP Phone to
Perform the Auto Provisioning section in Yealink SIP-TZ Series T19(P)

E2 T4 Series IP_ Phones Auto_Provisioning Guide.

During auto provisioning, the IP phone first downloads the y000000000044.cfg file,

and then downloads firmware from the root directory of the provisioning server.

The IP phone reboots to complete firmware upgrade, and then starts auto
provisioning process again which is triggered by phone reboot (the power on mode
is enabled by default). It downloads the y000000000044.cfg, 001565770984.cfg and
the 001565770984-local.cfg file in sequence from the provisioning server, and then
updates configurations in these downloaded configuration files orderly to the IP
phone system. The IP phone starts up successfully, and the personalized settings in

the 001565770984-local.cfg file are kept after auto provisioning.

When a user customizes feature configurations via web/phone user interface, the IP
phone will save the personalized configuration settings to the
001565770984-local.cfg file on the IP phone, and then periodically (every 5 minutes)

upload this file to the provisioning server.

Note If a configuration item is both in the downloaded MAC-local.cfg file and Common CFG
file/ MAC-Oriented CFG file, setting of the configuration item in the MAC-local CFG file
will be written and saved to the IP phone system.

Scenario Operations Il

1. Add/Edit the following parameters in the y000000000044.cfg file or
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Note

Note
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001565770984.cfg file you want the IP phone to download:

auto_provision.custom.protect=1
auto_provision.custom.sync=0

firmware.url = tftp://192.168.1.211/44.80.0.5.rom

Trigger the IP phone to perform the auto provisioning process. For more information
on how to trigger auto provisioning process, refer to Triggering the IP Phone to
Perform the Auto Provisioning section in Yealink_SIP-TZ_Series T19(P)

E2 T4 Series IP_Phones Auto_Provisioning_ Guide.

During auto provisioning, the IP phone first downloads the y000000000044.cfg file,
and then downloads firmware from the root directory of the provisioning server.
The IP phone reboots to complete firmware upgrade, and then starts auto
provisioning process again which is triggered by phone reboot (the power on mode
is enabled by default). It downloads the y000000000044.cfg and 001565770984.cfg
files in sequence, and then updates configurations in the downloaded configuration

files orderly to the IP phone system. As the value of the parameter
“auto_provision.custom.protect” is set to 1, configurations in the

001565770984-local.cfg file saved on the IP phone are also updated.

The IP phone starts up successfully, and personalized settings are kept after auto
provisioning. When a user customizes feature configurations via web/phone user
interface, the IP phone will save the personalized settings to the
001565770984-local.cfg file on the IP phone only.

In this scenario, the IP phone will not upload the MAC-local.cfg file to provisioning server
and request to download the MAC-local.cfg file from provisioning server during auto
provisioning.

If a configuration item is both in the MAC-local.cfg file on the IP phone and Common CFG
file/ MAC-Oriented CFG file downloaded from auto provisioning server, setting of the
configuration item in the MAC-local CFG file will be written and saved to the IP phone
system.

If value of the parameter “auto_provision.custom.protect” is set to 0, the personalized
settings in the 001565770984-local.cfg file will be overridden after auto provisioning, no

matter what the value of the parameter “auto_provision.custom.sync” is.

If a configuration is modified via both web user interface and phone user interface, the
later modification will prevail.

For more information on the flowchart of keep user personalized configuration settings,
refer to Appendix E: Auto Provisioning Flowchart (Keep user personalized configuration
settings) on page 767.
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Scenario B Clear user personalized configuration settings

Note

The administrator or user wishes to clear user personalized configuration settings via
phone user interface.

Scenario Conditions:

e S|PT23G IP phone MAC: 001565770984
e The current firmware of the phone is 44.80.0.5 or later.
e Provisioning server URL: tftp://192.168.1.211

e  quto_provision.custom.protect = 1

The Reset Local Configuration option on the web/phone user interface is available only if
the value of the parameter “auto_provision.custom.protect” was set to 1.

If the value of the parameter “auto_provision.custom.sync” was set to 1, the
configurations in the 001565770984-local.cfg file on the provisioning server will be also
cleared after resetting personalized settings of the phone.

Scenario Operations:
You can clear the personalized settings of the phone via phone or web user interface.
To clear personalized configuration settings via phone user interface:

1. Press Menu->Settings->Advanced Settings (default password: admin).
2. Select Reset Local Configuration.

The LCD screen prompts “Reset local configurations?”.

——Adwvanced Settings

ot o e e e e e e e e

Re=et local configurations?

3. Press the OK soft key.

The LCD screen prompts “Deleted successfully”.
To clear personalized configuration settings via web user interface:

1.  Click on Settings->Upgrade.
2. Click Reset Local Config.
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The web user interface prompts “Are you sure to reset the local configuration”.

Yealink | s

Account DSSKey Features Settings Directory

Preference NOTE
Version
Time & Date Reset to Factory Setting
Firmware Version 44.80.0.50 Resets the IP phone to factory
i configurations.
Call Display Hardware Version 44.0.0.16.0.0.0 .
Upgrade Reset to Factory Setting Reset to Factory Setting ::m the IP phone
Reset Local Configuration | -
Auto Provision Upgrading Firmware
Reboot Reboat Upgrades firmware manually.
Configuration
Select and Upgrade Firmware No file selected. You can click here to get
a more guides.
Dial Plan Upgrade :

Voice

3. Click OK.

Configurations in the 001565770984-local.cfg file saved on the phone will be cleared.

If the IP phone is triggered to perform auto provisioning after resetting local
configuration file, it will download the configuration files from the provisioning
server and update the configurations to the phone system. As there is no
configuration in the 001565770984-local.cfg file, configurations in the
y000000000044.cfg/001565770984.cfg file will take effect.

Scenario C Keep user personalized settings after factory reset

Note
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The IP phone requires factory reset when it has a breakdown, but the user wishes to
keep persondlized settings of the phone after factory reset.

Scenario Conditions:

e  SIPT23G IP phone MAC: 001565770984
e Provisioning server URL: tftp://192.168.1.211
®  qauto_provision.custom.sync = 1

e  quto_provision.custom.protect = 1

As the parameter “auto_provision.custom.sync” was set to 1, the 001565770984-local.cfg
file on the IP phone will be uploaded to the provisioning server at tftp://192.168.1.211.

Scenario Operations:

You can keep the personalized settings of the phone after factory reset via phone or

web user interface.
To reset the phone to factory via phone user interface:

1.  Press Menu->Settings->Advanced Settings (default password: admin).

2. Select Reset to Factory.
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The LCD screen prompts “Reset to factory setting?”.

——Adwanced Settings——

et e el P e e e e e e e e e e

Reszet to factory setting?

3.  Press the OK soft key.
The LCD screen prompts “Resetting to factory, please Wait...".

The LCD screen prompts “Welcome Initializing...please wait”.
To reset the phone to factory via web user interface:

1. Click on Settings->Upgrade.
2. Click Reset to Factory Setting to reset the phone.

The web user interface prompts “Do you want to reset to factory?”.

Yealink | s

Account Features Settings Directory
Preference NOTE
Version
Time & Date Reset to Factory Setting
Firmware Version 44.80.0.50 Resets the IP phone to factory
i configurations.
Call Display Hardware Version 44.0.0.16.0.0.0 ¢
- Reboot
Upgrade e Y oot L | Reboots the IP phone.
Reset Local Configuration Reset Local Confi =
Auto Provision a - Upgrading Firmware
Reboot Upgrades firmware manually.
Configuration
Select and Upgrade Firmware No file selected. You can click here to get
a des.
Dial Plan Upgrade more guides.

Voice

3. Click OK.

After startup, all configurations of the phone will be reset to factory defaults.
Configurations in the 001565770984-local.cfg file saved on the IP phone will also be
cleared. But configurations in the 001565770984-local.cfg file stored on the

provisioning server (tftp://192.168.1.211) will not be cleared after reset.
To retrieve persondlized settings of the phone after factory reset:

1. Set the values of the parameters “auto_provision.custom.sync” and
“auto_provision.custom.protect” to be 1 in the configuration file (y000000000044.cfg
or 001565770984.cfg).

2. Trigger the phone to perform the auto provisioning process.

The IP phone will download the 001565770984-local.cfg file from the provisioning
server, and then update configurations in it during auto provisioning. As a result, the
personalized settings of the phone are retrieved after factory reset.

53


ftp://10.2.88.133/

Administrator’s Guide for SIP-T2 Series/T19(P) E2/T4 Series IP Phones

Scenario D Import or export the local configuration file

Note

54

The administrator or user can export the local configuration file to check the
personalized settings of the phone configured by the user, or import the local
configuration file to configure or change settings of the phone.

Scenario Conditions:

e  SIPT23G IP phone MAC: 001565770984
e The current firmware of the phone is 44.80.0.5 or later.

e Provisioning server URL: tftp://192.168.1.211

As the personalized settings of the base station cannot be changed via auto provisioning
when the value of the parameter “auto_provision.custom.protect” is set to 1, it is cautious
to change the settings in the <MAC>-local.cfg file before importing it.

Scenario Operations:
To export local configuration file via web user interface:

1. Click on Settings->Configuration.

2. Select Local Configuration from the pull down list of Export CFG Configuration File
field, and then click Export to open file download window, and then save the
001565770984-local.cfg file to the local system.

Yealink | 1z«

Account Directory

Preference Export or Import Configuration No file selected. (7] NOTE
Time & Date Expart Configuration
The configuration parameters for

Call Display administrator.

Export CFG Configuration File [Locel Configuratior v|[ Bwpot | @ | You an dick here to get
Upgrade more guides.
Auto Provision

Import CFG Configuration File No file selected. )
Configuration

9 \anal Configuratiol vH Import ‘

Dial Plan
Voice Pcap Feature Stop Export [7]
Ring Export System Log ® Local Oserver O Ftp/Ttp Server [7]
Moz

Syt Log Love
Softkey Layout ¥t g @

Voice Monitoring

SIP

The administrator or user can edit the 001565770984-local.cfg file after exporting.
To import local configuration file via web user interface:

1. Click on Settings->Configuration.
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2.

In the Import CFG Configuration File field, click Browse to locate the
001565770984-local.cfg file from your local system and select Local Configuration

from the pull down list.

Log Out

Yealink | iz«

Status Account Network DSSKey Features Directory Security

Preference Export or Import Configuration No file selected. o NOTE
Time & Date B Configuration
The configuration parameters for

Call Display administrator.

Export CFG Configuration File [Local Configuratior v|[ EBpot | @ e R
Wi more guides.
Auto Provision

Import CFG Configuration File No fie selected. )

Configuration [Local Gonfiguratior ][ 1mport |

Dial Plan

Voice Peap Feature Stop Bpot | @

Ring Export Systam Log @ 1ocal Oserver OFtp/Thp Server @
System Log Level Q

Softkey Layout
Voice Monitoring

sIP

Click Import.

The configurations in the imported 001565770984-local.cfg file will override the one
in the existing local configuration file. The configurations only in the existing local
configuration file will not be cleared. The configurations in the new
001565770984-local.cfg file will be saved to the phone flash and take effect.

If the value of the parameter “auto_provision.custom.sync” is set to 1, and the
001565770984-local.cfg file is successfully imported, the new 001565770984-local.cfg file
will be uploaded to the provisioning server and overrides the existing one on the server.
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Provisioning Server

Supported Provisioning Protocols

Note

IP phones perform the auto provisioning function of downloading configuration files,
downloading resource files and upgrading firmware. The transfer protocol is used to
download files from the provisioning server. IP phones support several transport
protocols for provisioning, including FTP TFTP HTTP and HTTPS protocols. And you can
specify the transport protocol in the provisioning server address, for example,
http://xxxxxxx. If not specified, the TFTP protocol is used. The provisioning server
address can be IP address, domain name or URL. If a user name and password are
specified as part of the provisioning server address, for example,

http://user:pwd@/server/dir, they will be used only if the server supports them.

A URL should contain forward slashes instead of back slashes and should not contain
spaces. Escape characters are not supported.

If a user name and password are not specified as part of the provisioning server
address, the User Name and Password of the provisioning server configured on the
phone will be used.

There are two types of FTP methods—active and passive. IP phones are not compatible
with active FTP.

Setting up the Provisioning Server

Note
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The provisioning server can be on the local LAN or anywhere on the Internet. Use the
following procedure as a recommendation if this is your first provisioning server setup.
For more information on how to set up a provisioning server, refer to
Yealink_SIP-TZ_Series T19(P) EZ T4_Series IP_Phones_Auto_Provisioning Guide.

To set up the provisioning server:

1. Install a provisioning server application or locate a suitable existing server.
2. Create an account and home directory.

3.  Set security permissions for the account.

4. Create configuration files and edit them as desired.

5.  Copy the configuration files and resource files to the provisioning server.

For more information on how to deploy IP phones using configuration files, refer to

Deploying Phones from the Provisioning Server on page 57.

Typically all phones are configured with the same server account, but the server account
provides a means of conveniently partitioning the configuration. Give each account a
unique home directory on the server and change the configuration on a per-line basis.
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Deploying Phones from the Provisioning Server

The parameters in the new downloaded configuration files will override the duplicate
parameters in files downloaded earlier. During auto provisioning, IP phones download
the common configuration file first, and then the MAC-oriented file. Therefore any
parameter in the MAC-oriented configuration file will override the same one in the

common configuration file.

Yealink supplies configuration files for each phone model, which is delivered with the
phone firmware. The configuration files, supplied with each firmware release, must be
used with that release. Otherwise, configurations may not take effect, and the IP phone
will behave without exception. Before you configure parameters in the configuration
files, Yealink recommends that you create new configuration files containing only those
parameters that require changes.

To deploy IP phones from the provisioning server:

1. Create per-phone configuration files by performing the following steps:

a) Obtain a list of phone MAC addresses (the bar code label on the back of the
IP phone or on the outside of the box).

b) Create per-phone <MAC>.cfg files by using the MAC-Oriented CFG file from
the distribution as templates.

c) Edit the parameters in the file as desired.
2. Create new common configuration files by performing the following steps:

a) Create <y0000000000xx>.cfg files by using the Common CFG file from the

distribution as templates.
b) Edit the parameters in the file as desired.
3. Copy configuration files to the home directory of the provisioning server.
4. Reboot IP phones to trigger the auto provisioning process.

IP phones discover the provisioning server address, and then download the

configuration files from the provisioning server.

For more information on configuration files, refer to Configuration Files on page 38. For
protecting against unauthorized access, you can encrypt configuration files. For more
information on encrypting configuration files, refer to Encrypting Configuration Files on
page 696.

During the auto provisioning process, the IP phone supports the following methods to
discover the provisioning server address:

e  Zero Touch: Zero Touch feature guides you to configure network settings and the

provisioning server address via phone user interface after startup.

e  PnP: PnP feature allows IP phones to discover the provisioning server address by

broadcasting the PnP SUBSCRIBE message during startup.

e  DHCP: DHCP option can be used to provide the address or URL of the provisioning
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server to IP phones. When the IP phone requests an IP address using the DHCP
protocol, the resulting response may contain option 66 or the custom option (if

configured) that contains the provisioning server address.

e  Static: You can manually configure the server address via phone user interface or

web user interface.

For more information on the above methods, refer to Yealink_SIP-TZ_Series T19(P)

E2 T4 Series IP_Phones Auto_Provisioning_Guide.

Configuring Basic Network Parameters

Note

In order to get your IP phones running, you must perform basic network setup, such as IP
address and subnet mask configuration. This section describes how to configure basic

network parameters for IP phones.

This section mainly introduces IPv4 network parameters. IP phones also support IPvé. For
more information on IPvé, refer to IPvé Support on page 617.

DHCP
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DHCP (Dynamic Host Configuration Protocol) is a network protocol used to dynamically
allocate network parameters to network hosts. The automatic allocation of network
parameters to hosts eases the administrative burden of maintaining an IP network. IP
phones comply with the DHCP specifications documented in RFC 2131. If using DHCP IP
phones connected to the network become operational without having to be manually
assigned |IP addresses and additional network parameters.

Procedure

DHCP can be configured using the configuration files or locally.

Configure DHCP on the IP phone.
Configuration File <MAC>.cfg Parameter:

network.internet_port.type

Configure DHCP on the IP phone.

Navigate to:
Web User Interface
http://<phonelPAddress>/serviet
Local

?p=network&qg=Iload

Phone User Interface Configure DHCP on the IP phone.
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http://support.yealink.com/documentFront/forwardToDocumentFrontDisplayPage
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Details of Configuration Parameters:

Parameters Permitted Values Default

network.internet_port.type 0,1o0r2 0

Description:

Configures the Internet (WAN) port type for IPv4.
0-DHCP

1-PPPoE (not applicable to SIP-T42G/T41P IP phones)
2-Static IP Address

Note: It works only if the value of the parameter “network.ip_address_mode” is set to
0 (IPv4) or 2 (IPv4 & IPvé). If you change this parameter, the IP phone will reboot to
make the change take effect.

Web User Interface:
Network->Basic->1Pv4 Config

Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->1Pv4

To configure DHCP via web user interface:

1. Click on Network->Basic.

2. Inthe IPv4 Config block, mark the DHCP radio box.

Yealink | 2

Account

- Internet Port
Basic
Mode(IPv4/IPve) Pt [+]
PC Port DHCP
IPv4 Config DHCP (Dynamic Host
Ad d Configuration Protocol) is a
HELEE @ DHCP network protocol used to
dynamically allocate network
@ Static IP Address parameters to IP phones.
Static IP Address
TP Address Specifies the network
parameters of IP phones
Subnet Mask rmanualy.
Gateway PPPoE
B B It allows users to share a
Static DNS © on @ off common DSL connection to the
Internet.
Primary DNS

3. Click Confirm to accept the change.
A dialog box pops up to prompt that settings will take effect after a reboot.

4. Click OK to reboot the phone.
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Static DNS

Static DNS address(es) can be configured and used when DHCP is enabled.

Procedure

Static DNS can be configured using the configuration files or locally.

Configuration File

<y0000000000xx>.cfg

Configure the static DNS feature.
Parameters:

network.static_dns_enable

<MAC> .cfg

Configure static DNS address.
Parameters:
network.primary_dns

network.secondary_dns

Local

Web User Interface

Configure the static DNS feature.
Configure static DNS address.
Navigate to:

http://<phonelPAddress>/serviet
?p=network&q=Iload

Phone User Interface

Configure the static DNS feature.

Configure static DNS address.

Details of Configuration Parameters:

Parameters

Permitted Values Default

network.static_dns_enable

0 or1 0

Description:

0-Off
1-On

take effect.

Web User Interface:

Triggers the static DNS feature to on or off.

Network->Basic->1Pv4 Config->Static DNS

If it is set to 0 (Off), the IP phone will use the IPv4 DNS obtained from DHCP.
If it is set to 1 (On), the IP phone will use manually configured static IPv4 DNS.

Note: It works only if the value of the parameter “network.internet_port.type” is set to
0 (DHCP). If you change this parameter, the IP phone will reboot to make the change
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Parameters Permitted Values Default

Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin)->Network->WAN
Port->[Pv4->DHCP IPv4 Client->Static DNS

network.primary_dns IPv4 Address Blank

Description:

Configures the primary IPv4 DNS server.
Example:

network.primary_dns = 202.101.103.55

Note: It works only if the value of the parameter "network.static_dns_enable" is set to
1 (On). If you change this parameter, the IP phone will reboot to make the change
take effect.

Web User Interface:

Network->Basic->1Pv4 Config->Static IP Address->Primary DNS

Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->|Pv4->DHCP IPv4 Client->Static DNS (Enabled) ->1Pv4 Pri.DNS

network.secondary_dns IPv4 Address Blank

Description:

Configures the secondary IPv4 DNS server.
Example:

network.secondary_dns = 202.101.103.54

Note: It works only if the value of the parameter "network.static_dns_enable" is set to
1 (On). If you change this parameter, the IP phone will reboot to make the change
take effect.

Web User Interface:
Network->Basic->1Pv4 Config->Static IP Address->Secondary DNS

Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->1Pv4->DHCP IPv4 Client->Static DNS (Enabled) ->IPv4 Sec.DNS

To configure static DNS address when DHCP is used via web user interface:

1. Click on Network->Basic.
2. Inthe IPv4 Config block, mark the DHCP radio box.
3. In the Static DNS block, mark the On radio box.
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4. Enter the desired values in the Primary DNS and Secondary DNS fields.

Yealink | 2

Basic

PC Port

Advanced

Internet Port

Mode(IPv4/IPvE)

IPv4 Config

@ pHcP

© static IP Address
IP Address
Subnet Mask

Gateway

Directory

NOTE

DHCP

DHCP (Dynamic Host
Configuration Protocol) is 3
network protocol used to
dynamically allocate network
parameters to IP phones.

IPva

Static IP Address
Specifies the network
parameters of IP phones
manually.

PPPOE
It allows users to share a

Static DNS

Primary DNS

Secondary DNS

@ on © off common DSL connection to the
Internet.

202.101.103.55

IPv6 Support

202.101.103.54
IPv6 is developed to deal with

O PPPOE
User Name

Password

the long-anticipated problem of
IPv4 address exhaustion.

You can click here to get
more guides.

5. Click Confirm to accept the change.

A dialog box pops up to prompt that settings will take effect after a reboot.

6. Click OK to reboot the phone.

To configure static DNS when DHCP is used via phone user interface:

1. Press Menu->Settings->Advanced Settings (default password: admin)
->Network->WAN Port->IPv4->DHCP IPv4 Client.

2. Press @ or @, or the Switch soft key to select Enabled from the Static DNS field.

3. Enter the desired values in the IPv4 Pri.DNS and IPv4 Sec.DNS fields respectively.

4. Press the Save soft key to accept the change.

The IP phone reboots automatically to make settings effective after a period of time.

DHCP Option
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DHCP provides a framework for passing information to TCP/IP network devices. Network

and other control information are carried in tagged data items that are stored in the

options field of the DHCP message. The data items themselves are also called options.

DHCP can be initiated by simply connecting the IP phone with the network. IP phones

broadcast DISCOVER messages to request the network information carried in DHCP

options, and the DHCP server responds with specific values in corresponding options.

The following table lists common DHCP options supported by IP phones.

Parameter DHCP Option Description
Subnet Mask 1 Specify the client’s subnet mask.
Time Offset 2 Specify the offset of the client's subnet in

seconds from Coordinated Universal Time
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Parameter DHCP Option Description

(UTC).

Specify a list of IP addresses for routers on the
Router 3 .

client’s subnet.

. Specify a list of time servers available to the

Time Server 4 .

client.
Domain Name P Specify a list of domain name servers
Server available to the client.

Specify a list of MIT-LCS UDP servers
Log Server 7 ] )

available to the client.
Host Name 12 Specify the name of the client.

. Specify the domain name that client should

Domain Server 15 ) .

use when resolving hostnames via DNS.
Broadcast 28 Specify the broadcast address in use on the
Address client's subnet.

Network Time . . .
Specify a list of NTP servers available to the

Protocol 42 .
client by IP address.
Servers
Vendor-Specific ) o )
. 43 Identify the vendor-specific information.
Information

Vendor Class

. 60 Identify the vendor type.

Identifier

Identify a TFTP server when the 'sname' field
TFTP Server

66 in the DHCP header has been used for DHCP

Name .

options.

Identify a boot file when the 'file' field in the
Boot file Name 67 DHCP header has been used for DHCP

options.

For more information on DHCP options, refer to
http://www.ietf.org/rfc/rfc2131.txt?number=2131 or
http://www.ietf.org/rfc/rfc2132.txt?number=2132.

If you do not have the ability to configure the DHCP options for discovering the
provisioning server on the DHCP server, an alternate method of automatically
discovering the provisioning server address is required. Connecting to the secondary
DHCP server that responds to DHCP INFORM queries with a requested provisioning
server address is one possibility. For more information, refer to
http://www.ietf.org/rfc/rfc3925.txt?number=3925.
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DHCP Option 66 and Option 43

Yealink IP phones support obtaining the provisioning server address by detecting DHCP
options during startup.

The phone will automatically detect the option 66 and option 43 for obtaining the
provisioning server address. DHCP option 66 is used to identify the TFTP server. DHCP
option 43 is a vendor-specific option, which is used to transfer the vendor-specific

information.

To use DHCP option 66 or DHCP option 43, make sure the DHCP Active feature is
enabled.

Procedure

DHCP active can be configured using the configuration files or locally.

Configure DHCP active.
Configuration File | <y0000000000xx>.cfg Parameters:

auto_provision.dhcp_option.enable

Configure DHCP active.

Navigate to:
Local Web User Interface

http://<phonelPAddress>/serviet?p

=settings-autop&qg=Iload

Details of Configuration Parameters:

Parameters Permitted Values Default

auto_provision.dhcp_option.enable Oor1 1

Description:

Triggers the DHCP Option feature to on or off.

0-Off

1-On

If it is set to 1 (On), the IP phone will obtain the provisioning server address by
detecting DHCP options.

Web User Interface:

Settings->Auto Provision->DHCP Active

Phone User Interface:

None
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To configure the DHCP active feature via web user interface:

1.  Click on Settings->Auto Provision.

2. Mark the On radio box in the DHCP Active field.

Yealink | e ;

Account

Directory

Settings
Auto Provision
Preference LoElE
PNP Active @ on © off
Time & Date - - Auto Provision
'JHCP Active @ on © oOff The IP phone can interoperate
N with provsioning server using
Call Display Custom Option(1268~254) auto provisioning for deploying
the IP phones.
Upgrade i
P9 DT vealink When the IP phone triggers to
. ’ perform auto provisioning, it will
Auto Provision Tomz I request to download the
User Hame configuration files from the
- provisioning server. During the
Configuration auto provisioning process, the
Password 1P phone will download and
Dial Plan update configuration files to the
Attempt Expired Time(s) 5 phone flash.
Voice
EEn GE You can click here to get
Ring MAC-Oriented AES Key T,
Zero Active Disabled
Tones =]
Wait Time(1~100s) 5
Softkey Layout _ _
Power On @ on © off
TROG9 Repeatedly © on @ off
Voice Monitoring Interval(Minutes) 1440
p @
sIp Weekly 2 On @ Off

3. Click Confirm to accept the change.

DHCP Option 42 and Option 2

Yealink IP phones support using the NTP server address offered by DHCP.

DHCP option 42 is used to specify a list of NTP servers available to the client by IP
address. NTP servers should be listed in order of preference. DHCP option 2 is used to
specify the offset of the client's subnet in seconds from Coordinated Universal Time
(UTC).

To update time with the offset time offered by the DHCP server, make sure the DHCP
Time feature is enabled at the web path Settings->Time & Date->DHCP Time. For more
information on how to configure DHCP time feature, refer to NTP Time Server on page
132.

DHCP Option 12 Hostname on the IP Phone

This option specifies the host name of the client. The name may or may not be qualified
with the local domain name (based on RFC 2132). See RFC 1035 for character

restrictions.
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Procedure

DHCP option 12 hostname can be configured using the configuration files or locally.

Configuration File <y0000000000xx>.cfg

Configure the DHCP option 12

hostname.
Parameters:

network.dhcp_host_name

Local Web User Interface

Configure the DHCP option 12
hostname.

Navigate to:

http://<phonelPAddress>/servlet
?p=features-general&q=Iload

Details of Configuration Parameters:

Parameters Permitted Values Default

network.dhcp_host_name

String within 99 Refer to the
characters following content

Description:

Configures the DHCP option 12 hostname on the IP phone.

For SIP-T48G IP phones:

The default value is SIP-T48G.
For SIP-T46G IP phones:

The default value is SIP-T46G.
For SIP-T42G IP phones:

The default value is SIP-T42G.
For SIP-T41P IP phones:

The default value is SIP-T41P
For SIP-T29G IP phones:

The default value is SIPT29G.
For SIP-T27P IP phones:

The default value is SIP-T27P
For SIP-T23P IP phones:

The default value is SIP-T23P
For SIPT23G IP phones:

The default value is SIPT23G.
For SIP-T21(P) E2 IP phones:
The default value is SIPT21P_E2.
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Parameters Permitted Values Default

For SIP-T19(P) E2 IP phones:

The default value is SIPT19P_E2.

Note: If you change this parameter, the IP phone will reboot to make the change take
effect.

Web User Interface:

Features->General Information->DHCP Hostname

Phone User Interface:

None

To configure DHCP option 12 hostname on the IP phone via web user interface:

1. Click on Feature->General Information.

2. Enter the desired host name in the DHCP Hostname filed.

Yealink |12z«

Account Features Directory

Forward&DND General Information NOTE

Call Waiting Enabled E
General Call Waiting
Information Call Waiting On Code It allows IP phones to receive a
new incoming call when there is
~ call Waiting Off Code already an active cal.
Audio
Auto Redial Disabled LB E |
Intercom uro fedi sane B It allows IP phones to
y automaticzally redial a busy
Auto Redial Interval (1~300s) 10 number after the first attempt.
UEITEES Auto Redial Times (1~300) 10 Key As Send
N Assigns "#" or "*" as the send
Call Pickup o key.
Remote Control Hotline

1P phone will automatically dial

out the hotline number when
Phone Lock SEEELE e Enabled El lfting the handset, pressing the
DHCP Hostname SP-T236 igiakarphone key or the line
ACD :
Reboot in Talking Disabled call Completion
It allows users to monitor the
SMs Hide Feature Access Codes Disabled busy party and establish a call
when the busy party becomes
Action URL Display Method on Dialing User Mame avaiable to receive a call.
Power LED Auto Linekeys Dissbled You can click here to get
more guides.
Notification Popups

3. Click Confirm to accept the change.
A dialog box pops up to prompt that settings will take effect after a reboot.

4. Click OK to reboot the phone.

Configuring Network Parameters Manually

If DHCP is disabled or IP phones cannot obtain network parameters from the DHCP
server, you need to configure them manually. The following parameters should be
configured for IP phones to establish network connectivity:

. IP Address

° Subnet Mask
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e  Default Gateway
e  Primary DNS

e  Secondary DNS
Procedure

Network parameters can be configured manually using the configuration files or locally.

Configure network parameters of
the IP phone manually.
Parameters:
network.internet_port.type
network.ip_address_mode
Configuration File <MAC>.cfg . .
network.internet_port.ip
network.internet_port.mask
network.internet_port.gateway

network.primary_dns

network.secondary_dns

Configure network parameters of

the IP phone manually.
Web User Interface Navigate to:

Local http://<phonelPAddress>/servlet
?p=network&g=load

Configure network parameters of
Phone User Interface

the IP phone manually.

Details of Configuration Parameters:

Parameters Permitted Values | Default

network.internet_port.type 0,1or2 0

Description:

Configures the Internet (WAN) port type for IPv4.
0-DHCP

1-PPPoE (not applicable to SIP-T42G/T41P IP phones)
2-Static IP Address

Note: It works only if the value of the parameter “network.ip_address_mode” is set to
0 (IPv4) or 2 (IPv4 & IPvé). If you change this parameter, the IP phone will reboot to
make the change take effect.

Web User Interface:
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Parameters Permitted Values | Default

Network->Basic->IPv4 Config
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->IPv4

network.ip_address_mode 0,1or2 0

Description:

Configures the IP address mode.
0-1Pv4

1-1Pv6

2-IPv4 & IPv6

Note: If you change this parameter, the IP phone will reboot to make the change take
effect.

Web User Interface:
Network->Basic->Internet Port-> Mode(IPv4/IPvé)
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->IP Mode

network.internet_port.ip IPv4 Address Blank

Description:

Configures the IPv4 address.

Example:

network.internet_port.ip = 192.168.1.20

Note: It works only if the value of the parameter “network.ip_address_mode” is set to
0 (IPv4) or 2 (IPv4 & IPv6), and "network.internet_port.type" is set to 2 (Static IP
Address). If you change this parameter, the IP phone will reboot to make the change
take effect.

Web User Interface:
Network->Basic->1Pv4 Config->Static IP Address->IP Address
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->IPv4->Static IPv4 Client->IPv4

network.internet_port.mask Subnet Mask Blank
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Parameters Permitted Values | Default

Description:

Configures the IPv4 subnet mask.

Example:

network.internet_port.mask = 255.255.255.0

Note: It works only if the value of the parameter “network.ip_address_mode” is set to
0 (IPv4) or 2 (IPv4 & IPv6), and "network.internet_port.type" is set to 2 (Static IP
Address). If you change this parameter, the IP phone will reboot to make the change
take effect.

Web User Interface:
Network->Basic->1Pv4 Config->Static IP Address->Subnet Mask
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->1Pv4->Static IPv4 Client->Subnet Mask

network.internet_port.gateway IPv4 Address Blank

Description:

Configures the IPv4 default gateway.

Example:

network.internet_port.gateway = 192.168.1.254

Note: It works only if the value of the parameter “network.ip_address_mode” is set to
0 (IPv4) or 2 (IPv4 & IPv6), and "network.internet_port.type" is set to 2 (Static IP
Address). If you change this parameter, the IP phone will reboot to make the change
take effect.

Web User Interface:
Network->Basic->IPv4 Config->Static IP Address->Gateway
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->1Pv4->Static IPv4 Client->Default Gateway

network.primary_dns IPv4 Address Blank




Getting Started

Parameters Permitted Values | Default

Description:

Configures the primary IPv4 DNS server.
Example:

network.primary_dns = 202.101.103.55

Note: It works only if the value of the parameter “network.ip_address_mode” is set to
0 (IPv4) or 2 (IPv4 & IPv6), and "network.internet_port.type" is set to 2 (Static IP
Address). If you change this parameter, the IP phone will reboot to make the change
take effect.

Web User Interface:
Network->Basic->1Pv4 Config->Static IP Address->Primary DNS
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->IPv4->Static IPv4 Client->1Pv4 Pri.DNS

network.secondary_dns IPv4 Address Blank

Description:

Configures the secondary IPv4 DNS server.
Example:

network.secondary_dns = 202.101.103.54

Note: It works only if the value of the parameter “network.ip_address_mode” is set to
0 (IPv4) or 2 (IPv4 & IPv6), and "network.internet_port.type" is set to 2 (Static IP
Address). If you change this parameter, the IP phone will reboot to make the change

take effect.

Web User Interface:

Network->Basic->1Pv4 Config->Static IP Address->Secondary DNS
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->IPv4->Static IPv4 Client->|Pv4 Sec.DNS

To configure the IP address mode via web user interface:

1. Click on Network->Basic.
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3. Select desired value from the pull-down list of Mode(IPv4/IPvé).

Yealink |12z«

Account DSSKey Features Settings Directory Security

= Internet Port
Basic L-LIIE
Mode(IPv4/IPv6) IPv4 & IPVE E |
PC Port DHCP
1Pv4 Config DHCP (Dynamic Host
d d Configuration Protocol) is 3
Advance: @ DHCP network protocol used to
dynamically allocate network
") Static IP Address parameters to IP phones.
l— Static IP Address
IP Address Specifies the network
parameters of IP phones
Subnet Mask mrenuzly.
Gateway PPPoE
B B It allows users to share a
Static DNS © on @ off common DSL connection to the
Internet.

Primary DNS
Secondary DNS IPv6 Support

1Pv6 is developed to deal with
the long-anticipated problem of
1Pv4 address exhaustion.

4. Click Confirm to accept the change.
A dialog box pops up to prompt that settings will take effect after a reboot.

5. Click OK to reboot the phone.
To configure a static IPv4 address via web user interface:

1. Click on Network->Basic.
2. Inthe IPv4 Config block, mark the Static IP Address radio box.

3. Enter the desired values in the IP Address, Subnet Mask, Gateway, Primary DNS
and Secondary DNS fields.

Log Out

Yealink |

Account DSSKey Features Settings Directory Security

e Internet Port NOTE
Mode(IPv4/IPvE) IPvd & IPvE Iz‘
PC Port DHCP
1Pv4 Config DHCP (Dynamic Host
Ad d Configuration Protocol) is a
CALZE “)  DHCP network protocol used to
dynamically allocate network
@ Static IP Address parameters to IP phones.
Static IP Address
IP Address 192.168.1.10 Spacifies the network
T f IP ph
Subnet Mask 255.255.255.0 ity phones
Gateway 192.168.1.254 PPPOE
_ It allows users to share a
Static DNS @ on off commen DSL connection to the
Internet.
Primary DNS 202.101.103.55
Secondary DNS 202.101.103.54 IPv6 Support
1Pv6 is developed to deal with
the long-anticipated problem of
IPv4 address exhaustion.
) PPPoE
You can click here to get
User Name more guides.
Password ~ |ssssssss

4. Click Confirm to accept the change.
A dialog box pops up to prompt that settings will take effect after a reboot.

5. Click OK to reboot the phone.
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To configure the IP address mode via phone user interface:

1. Press Menu->Settings->Advanced Settings (default password: admin)
->Network->WAN Port.

2. Press @ or @ to select IPv4 or IPv4 & IPv6 from the IP Mode field.

3. Press the Save soft key to accept the change.

The IP phone reboots automatically to make settings effective after a period of time.

To configure a static IPv4 address via phone user interface:
1. Press Menu->Settings->Advanced Settings (default password: admin)
->Network->WAN Port->[Pv4->Static IPv4 Client.

2. Enter the desired values in the IPv4, Subnet Mask, Default Gateway and IPv4
Pri.DNS and IPv4 Sec.DNS fields respectively.

3. Press the Save soft key to accept the change.

The IP phone reboots automatically to make settings effective after a period of time.

PPPOE

PPPoE (Point-to-Point Protocol over Ethernet) is a network protocol used by Internet
Service Providers (ISPs) to provide Digital Subscriber Line (DSL) high speed Internet
services. PPPoE allows an office or building-full of users to share a common DSL

connection to the Internet. PPPoE connection is supported by the IP phone Internet port.

Contact your ISP for the PPPoE user name and password. PPPoE is not applicable to
SIPT42G and SIP-T41P IP phones.

Procedure

PPPoE can be configured using the configuration files or locally.

<MAC>.cfg Parameters:

network.internet_port.type

Configure PPPoE on the IP phone.

Configure the user name and
Configuration File password for PPPoE on the IP

phone.
0000000000 .cf

<Y x>.clg Parameters:

network.pppoe.user

network.pppoe.password

Configure the user name and
Local Web User Interface 9

password for PPPoE on the IP

phone.

Configure PPPoE on the IP phone.
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Navigate to:

http://<phonelPAddress>/servlet
?p=network&g=load

Configure PPPoE on the IP phone.

Configure the user name and
Phone User Interface 9

password for PPPoE on the IP

phone.
Details of Configuration Parameters:
Parameters Permitted Values | Default
network.internet_port.type 0,1or2 0

Description:

Configures the Internet (WAN) port type for IPv4.
0-DHCP

1-PPPoE (not applicable to SIP-T42G/T41P IP phones)
2-Static IP Address

Note: It works only if the value of the parameter “network.ip_address_mode” is set to
0 (IPv4) or 2 (IPv4 & IPvé). If you change this parameter, the IP phone will reboot to
make the change take effect.

Web User Interface:
Network->Basic->1Pv4 Config
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->IPv4

String within 32
network.pppoe.user Blank
characters

Description:

Configures the user name for PPPoE connection.
Example:

network.pppoe.user = Xmyl0592123

Note: It works only if the value of the parameter “network.ip_address_mode” is set to
0 (IPv4) or 2 (IPv4 & IPv6), and "network.internet_port.type" is set to 1 (PPPoE). If you

change this parameter, the IP phone will reboot to make the change take effect.
Web User Interface:
Network->Basic->1Pv4 Config->PPPoE->User Name

Phone User Interface:




Getting Started

Parameters Permitted Values | Default

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->1Pv4->PPPoE IPv4 Client->PPPoE User

String within 99
network.pppoe.password Blank
characters

Description:

Configures the password for PPPoE connection.
Example:

network.pppoe.password = yealink123

Note: It works only if the value of the parameter “network.ip_address_mode” is set to
0 (IPv4) or 2 (IPv4 & IPv6), and "network.internet_port.type" is set to 1 (PPPoE). If you
change this parameter, the IP phone will reboot to make the change take effect.

Web User Interface:
Network->Basic->1Pv4 Config->PPPoE->Password
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin) ->Network->WAN
Port->IPv4->PPPoE |IPv4 Client->PPPoE PWD

To configure PPPoE via web user interface:

1. Click on Network->Basic.
2. Inthe IPv4 Config block, mark the PPPoE radio box.

3. Enter the user name and password in corresponding fields.

Yealink |2z

Account
Basic Internet Port NOTE
Made(IPv4/IPve) Pt [+]
PC Port DHCP
1Pv4 Config DHCP (Dynamic Host
d d Configuration Protocol) is 3
Advance: ) DHCP network protocol used to
dynamically allocate network
@ Static IP Address parameters to IP phones.
Static IP Address
IP Address Specifies the network
Subnet Mask Eﬁzﬁm&rs of IP phones
Gateway PPPoE
B It allows users to share a
Static DNS On @ off common DSL connection to the
Internet.
Primary DNS
Secondary DNS IPv6 Support

IPv6 is developed to deal with
the long-anticipated problem of
1Pv4 address exhaustion.

@ PpPPOE
You can click here to get
User Name Xmyl0592123 more guides.

Password | eesesees

4. Click Confirm to accept the change.
A dialog box pops up to prompt that settings will take effect after a reboot.

5. Click OK to reboot the phone.
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To configure PPPoE via phone user interface:

1. Press Menu->Settings->Advanced Settings (default password: admin)
->Network->WAN Port->[Pv4->PPPoE |Pv4 Client.

2. Enter the user name and password in corresponding fields.

3. Press the Save soft key to accept the change.

The IP phone reboots automatically to make settings effective after a period of time.

Configuring Transmission Methods of the Internet Port and PC

Port

76

Two Ethernet ports on the back of the IP phone: Internet port and PC port. Three optional

methods of transmission configuration for IP phone Internet or PC Ethernet ports:

e  Auto-negotiate
° Half-duplex
e  Full-duplex

Auto-negotiate is configured for both Internet and PC ports on the IP phone by default.

Auto-negotiate

Auto-negotiate means that two connected devices choose common transmission
parameters (e.g., speed and duplex mode) to transmit voice or data over Ethernet. This
process entails devices first sharing transmission capabilities and then selecting the
highest performance transmission mode supported by both. You can configure the
Internet port and PC port on the IP phone to automatically negotiate during the

transmission.
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Half-duplex

Half-duplex transmission refers to transmitting voice or data in both directions, but in

one direction at a time; this means one device can send data on the line, but not

receive data simultaneously. You can configure the half-duplex transmission on both

Internet port and PC port for the IP phone to transmit in 10Mbps or 100Mbps.

Full-duplex

Full-duplex transmission refers to transmitting voice or data in both directions at the

same time; this means one device can send data on the line while receiving data. You

can configure the full-duplex transmission on both Internet port and PC port for the IP
phone to transmit in 10Mbps, 100Mbps or 1000Mbps (1000Mbps is only applicable to
SIP-T48G/T46G/T42G/T29G/T23G IP phones).

Internet Port

W

PC Part

Procedure

The transmission methods of Ethernet ports can be configured using the configuration

files or locally.

Configuration File

<y0000000000xx>.cfg

Configure the transmission methods
of the Internet (WAN) port.

Parameters:

network.internet_port.speed_duplex
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network.pc_port.speed_duplex

Configure the transmission methods
of the Internet (WAN) port.

Local Web User Interface Navigate to:

http://<phonelPAddress>/serviet?p=

network-adv&q=Iload

Details of Configuration Parameters:

Parameters Permitted Values | Default

network.internet_port.speed_duplex 0,1,2,3,40r5 0

Description:

Configures the transmission method of the Internet (WAN) port.

0-Auto Negotiate

1-Full Duplex 10Mbps

2-Full Duplex 100Mbps

3-Half Duplex 10Mbps

4-Half Duplex 100Mbps

5-FullDuplex 1000Mbps (only applicable to SIP-T48G/T46G/T42G IP phones)

Note: For SIP-T29G and SIP-T23G IP phones, you are not allowed to manually set the

transmission speed to 1000Mbps. But you can set it to auto negotiate to transmit in
1000Mbps. We recommend that you do not change this parameter. If you change

this parameter, the IP phone will reboot to make the change take effect.
Web User Interface:

Network->Advanced->Port Link->WAN Port Link

Phone User Interface:

None

network.pc_port.speed_duplex 0,1,2,3,40r5 0

Description:

Configures the transmission method of the Internet (WAN) port.
0-Auto Negotiate

1-Full Duplex 10Mbps

2-Full Duplex 100Mbps

3-Half Duplex 10Mbps

4-Half Duplex 100Mbps
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Parameters

Permitted Values | Default

Web User Interface:

Phone User Interface:

None

Network->Advanced->Port Link->PC Port Link

5-Full Duplex 1000Mbps (only applicable to SIP-T48G/T46G/T42G IP phones)

Note: For SIPT29G and SIP-T23G IP phones, you are not allowed to manually set the
transmission speed to 1000Mbps. But you can set it to auto negotiate to transmit in
1000Mbps. We recommend that you do not change this parameter. If you change
this parameter, the IP phone will reboot to make the change take effect.

To configure the transmission methods of Ethernet ports via web user interface:

1. Click on Network->Advanced.

2. Select the desired value from the pull-down list of WAN Port Link.

3. Select the desired value from the pull-down list of PC Port Link.

Yealink |rss .

Bt LLDP
Actlve Enzbled [=]
PC Port
Packet Interval (1~3600s) 60
Advanced cop
Actve Disabled IE‘
Packet Interval (1~3600s) 60
VLAN
WAHN Port Active Diabled IE‘
VID (1-4094) 1
Port Link
WAN Port Link Auto Negotate [=]
PC Port Link Auto Negotiate [=]
Voice QoS
Woice QoS (0~63) 46
SIP Qa5 (0~63) 26
Local RTP Port
Max RTP Port (1~65535) 12780
Min RTP Port {1~65535) 11780
VPN
Active Enabled [=]
Uplozad VPH Config 5 T
| Upload
| Confirm | Cancel

VLAN

It 5 used to logically divide 2
physical natwork into several
brozdcast dormains. VLAN
membership can be configured
through software instead of
physically relocating devices or
cannectns.,

The priority of VLAN assignment
method (from highest to
lowast) (LLDP/CDP-=>manual
configuration->DHCP VLAN

NAT Traversal

It s @ general tarm for
techniquas that establsh and
mentzain IP connections
traversing NAT gateways. STUN
& one of the NAT traversal
techniques.

‘You can configure NAT travarsal
for the I phane.

Quality of Service (Qos)

It s the abifty to provide
different priorities for different
packets in the network,
allawing the transport of traffic
with specil requirements.

Web Server Type

It cetermnes access protoco!
and port of the IP phone's wab
user interface.

B02.1X Authentication
It offers an authentication
mechanism for the IP phone to
connect/link to a LAN or WLAN.

VEN

It provides remote offices or
ndwidual users with secure
accass to their organization's
network,

[ You can dick here to get
mare guides.

4. Click Confirm to accept the change.
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The PC port on the back of the IP phone is used to connect a PC. You can enable or

disable the PC (LAN) port on the IP phones via web user interface or using configuration

files.

Procedure

PC port mode can be configured using the configuration files or locally.

Configure the PC (LAN) port.
Configuration File <y0000000000xx>.cfg Parameter:

network.pc_port.enable

Configure the PC (LAN) port.

Navigate to:
Local Web User Interface

http://<phonelPAddress>/servlet
?p=network-pcport&g=Iload

Details of Configuration Parameters:

Parameters Permitted Values Default

network.pc_port.enable Oor1 1

Description:

Enables or disables the PC (LAN) port.
0-Disabled

1-Auto Negotiate

Note: If you change this parameter, the IP phone will reboot to make the change take
effect.

Web User Interface:
Network->PC Port->PC Port Active
Phone User Interface:

None

To enable the PC port via web user interface:

1. Click on Network->PC Port.
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2. Select Auto Negotiate from the pull-down list of PC Port Active.

Yealink | 2.

Account DSSKey Features Settings Directory Security
Basic PC Port Active NOTE
| PC Port Active Auto Negotiate E |

PC Port PC Port Mode
The PC port on the back of the

Advanced __Conﬁrm __Cancal TP phone is used to connect a
PC.
You can enable or disable the
PC (LAN) port.
You can click here to get
more guides.

3. Click Confirm to accept the change.
A dialog box pops up to prompt that settings will take effect after a reboot.

4. Click OK to reboot the phone.
To disable the PC port via web user interface:

1. Click on Network->PC Port.

2. Select Disabled from the pull-down list of PC Port Active.

Log Out

Yealink |2«

Account i Directory Security

Basic PC Port Active NOTE
| PC Port Active Disabled [+l |

PC Port PC Port Mode
The PC port on the back of the

Advanced (" confim ] [ cancel IP phone is used to connect 2
PC.
You can enable or disable the
PC (LAN) port.

You can click here to get
more guides.

3. Click Confirm to accept the change.
A dialog box pops up to prompt that settings will take effect after a reboot.

4. Click OK to reboot the phone.

Upgrading Firmware

This section provides information on upgrading the IP phone firmware. Two methods of

firmware upgrade:

e  Manuadlly, from the local system for a single phone.

e  Automatically, from the provisioning server for a mass of phones.

The following table lists the associated and latest firmware name for each IP phone

model (X is replaced by the actual firmware version).

IP Phone Model | Associated Firmware Name | Firmware Name Example

SIP-T48G 35.x.x.x.rom 35.80.0.60.rom
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IP Phone Model | Associated Firmware Name | Firmware Name Example
SIPT46G 28.x.x.x.rom 28.80.0.60.rom
SIPT42G 29.x.x.x.rom 29.80.0.60.rom
SIP-T41P 36.x.X.X.rom 36.80.0.60.rom
SIPT29G 46.x.x.X.rom 46.80.0.60.rom
SIPT27P 45.x.x.x.rom 45.80.0.60.rom

SIPT23P/G 44 x.x.x.rom 44.80.0.60.rom
SIP-T21(P) E2 52.x.x.x.rom 52.80.0.60.rom
SIPT19(P) E2 53.x.x.x.rom 53.80.0.60.rom

Note You can download the latest firmware online:
http://support.yealink.com/documentFront/forwardToDocumentFrontDisplayPage.

Do not unplug the network and power cables when the IP phone is upgrading firmware.

Upgrading Firmware via Web User Interface

To manually upgrade firmware via web user interface, you need to store firmware to

your local system in advance.
To upgrade firmware manually via web user interface:

1.  Click on Settings->Upgrade.
2. Click Browse to locate the required firmware from your local system.
3. Click Upgrade.

A dialog box pops up to prompt “Firmware of the SIP Phone will be updated. It will

take 5 minutes to complete. Please don't power offl”.

Yealink |

Account DSSKey Features Settings Directory
Version
Time & Date Reset to Factory Setting
Firmware Version 44.80.0.50 Resets the IP phone to factory
i figurations.
Call Display Hardware Version 44.0.0.16.0.0.0 comtiquratons
upgrade Reset to Factory Setting e
Auto Provision Reboot Upgrading Firmware
Select and Upgrade Firmware Ne file selected. Upgrades firmware manualy.
Configuration
! You can click here to get
Dial Plan more guides.
Voice
4. Click OK to confirm the upgrade.
Note Do not close and refresh the browser when the IP phone is upgrading firmware via web

user interface.
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Upgrading Firmware from the Provisioning Server

IP phones support using FTR TFTR HTTP and HTTPS protocols to download configuration

files and firmware from the provisioning server, and then upgrade firmware

automatically.

IP phones can download firmware stored on the provisioning server in one of two ways:

e  Check for configuration files and then download firmware during startup.

e  Automatically check for configuration files and then download firmware at a fixed

interval or specific time.

Method of checking for configuration files is configurable.

Procedure

Configuration changes can be performed using the configuration files or locally.

Configuration

<y0000000000xx>.cfg

Configure the way for the IP phone to
check for configuration files.

Parameters:
auto_provision.power_on
auto_provision.repeat.enable
auto_provision.repeat.minutes

auto_provision.weekly.enable

File auto_provision.weekly.begin_time
auto_provision.weekly.end_time
auto_provision.weekly.dayofweek
Specify the access URL of firmware.
Parameter:
firmware.url
Configure the way for the IP phone to
check for configuration files.

Local Web User Interface Navigate to:

http://<phonelPAddress>/serviet?p=s
ettings-autop&q=Iload

Details of Configuration Parameters:

Parameters

Permitted Values Default

auto_provision.power_on

Qor1 1

83



Administrator’s Guide for SIP-T2 Series/T19(P) E2/T4 Series IP Phones

84

Parameters Permitted Values Default

Description:

Triggers the power on feature to on or off.

0-Off

1-On

If it is set to 1 (On), the IP phone will perform an auto provisioning process when
powered on.

Web User Interface:

Settings->Auto Provision->Power On

Phone User Interface:

None

auto_provision.repeat.enable Oort1 0

Description:

Triggers the repeatedly feature to on or off.

0-Off

1-On

If it is set to 1 (On), the IP phone will perform an auto provisioning process
repeatedly.

Web User Interface:

Settings->Auto Provision->Repeatedly

Phone User Interface:

None

auto_provision.repeat.minutes Integer from 1 to 43200 1440

Description:

Configures the interval (in minutes) for the IP phone to perform an auto provisioning

process repeatedly.

Note: It works only if the value of the parameter “auto_provision.repeat.enable” is
setto 1 (On).

Web User Interface:
Settings->Auto Provision->Interval(Minutes)
Phone User Interface:

None

auto_provision.weekly.enable Oor1 0
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Parameters Permitted Values Default

Description:

Triggers the weekly feature to on or off.

0-Off

1-On

If it is set to 1 (On), the IP phone will perform an auto provisioning process weekly.
Web User Interface:

Settings->Auto Provision->Weekly

Phone User Interface:

None

auto_provision.weekly.begin_time Time from 00:00 to 23:59 00:00

Description:

Configures the begin time of the day for the IP phone to perform an auto
provisioning process weekly.

Note: It works only if the value of the parameter “auto_provision.weekly.enable” is
setto 1 (On).

Web User Interface:
Settings->Auto Provision->Time
Phone User Interface:

None

auto_provision.weekly.end_time Time from 00:00 to 23:59 00:00

Description:

Configures the end time of the day for the IP phone to perform an auto provisioning

process weekly.

Note: It works only if the value of the parameter “auto_provision.weekly.enable” is
setto 1 (On).

Web User Interface:
Settings->Auto Provision->Time
Phone User Interface:

None

. 0,1,2,3,4,5 6ora
auto_provision.weekly.dayofweek L. . 0123456
combination of these digits
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Parameters Permitted Values Default

Description:

Configures the days of the week for the IP phone to perform an auto provisioning
process weekly.

0-Sunday

1-Monday

2-Tuesday

3-Wednesday

4-Thursday

5-Friday

6-Saturday

Example:
auto_provision.weekly.dayofweek = 01

It means the IP phone will perform an auto provisioning process every Sunday and
Monday.

Note: It works only if the value of the parameter “auto_provision.weekly.enable” is
setto 1 (On).

Web User Interface:
Settings->Auto Provision->Day of Week
Phone User Interface:

None

firmware.url URL within 511 characters Blank

Description:

Configures the access URL of the firmware file.
Example:

firmware.url = http://192.168.1.20/44.80.0.60.rom

Note: If you change this parameter, the IP phone will reboot to make the change take
effect.

Web User Interface:
Settings->Upgrade->Select and Upgrade Firmware
Phone User Interface:

None

To configure the way for the IP phone to check for configuration files via web user
interface:

1.  Click on Settings->Auto Provision.
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2. Make the desired change.

Yealink | s

et s o
PNP Active ® 0n O off
Time & Date Auto Provision
DMCP Actve % On off The I phone can nteroperate
Weh provsionnQ server using
CHllkply Cuszom Opton{128~254) 3uto provisioning for deployng
the IP phones,
Upgrade H tion V. ik
Pa DHCP Option Value yeaink \When the 15 phoae tiogers 1o
25 " perform xto provisionng, & wil
Auto Provision Server URL request to downioad the
configuration fies from the
Configuration ok provsonng sarver, Durng the
i WO peOvSCHNg process, the
Password sessseee P phone wil downlboad and
Dial Plan update configuration fies to the
Attempt Expred Tme(s) 5 phone fash,
Voice Common AES Key seveseee @) You can click here to get
Ring MAC-Orented AES Key P more guides.
Zero Actve Dsabid
Tones =]
Nat Tene(1~100s) 5
Softkey Layout
2 o Power On e 00 off
TROG9 Repeatedy 00 @ off
Voice Monitoring ItenvalMnutes) 1440
W @ Off
sip Weeidy On Off
Tme 00 : 00 [~ 00 : 00
41 Sunday
| Monday
4 Tuesday
Day of Week i Wednesday
! Thursday
v Friday
) Saturday
AUtoprovison How
Confrm | Gancel

3.  Click Confirm to accept the change.

When the “Power On” is set to On, the IP phone will check configuration files stored on

the provisioning server during startup and then will download firmware from the server.
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Configuring Basic Features

This chapter provides information for making configuration changes for the following
basic features:

e Power Indicator LED

e Notification Popups

e Contrast

e Wallpaper

e Backlight

e Bluetooth

e Enable Page Tips

e Label Length

e Account Registration

e Cadll Display

e Display Method on Dialing
e Web Server Type

e Time and Date

e Language

e Input Method

e Logo Customization

e Softkey Layout

e Key As Send

e Dial Plan

e Hotline

e Off Hook Hot Line Dialing
e Directory

e Search Source in Dialing
e Save Call Log

e Call List Show Number

e Missed Call Log

e Local Directory

e Live Dialpad

e  Call Waiting
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Redial Tone

e Ringer Device for Headset

e Auto Redial

e Auto Answer

e [P Direct Auto Answer

e Allow IP Call

e Accept SIP Trust Server Only
e Call Completion

e Anonymous Call

e Anonymous Call Rejection

e Do Not Disturb

e Busy Tone Delay

e Return Code When Refuse

e Early Media

e 180 Ring Workaround

e Use Outbound Proxy in Dialog
e SIP Session Timer

e Session Timer

e Call Hold

e Call Forward

e Call Transfer

e Network Conference

e Feature Key Synchronization
e Transfer on Conference Hang Up
e Transfer Mode via Dsskey

e Allow Trans Exist Call

e Directed Call Pickup

e  Group Call Pickup

e Dialog Info Call Pickup

e Recent Call In Dialing

e ReCadll

e Call Number Filter

e Call Park

e Calling Line Identification Presentation
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e Connected Line Identification Presentation
e DTMF

e Allow Mute

e Intercom

e Call Timeout

e Ringing Timeout

e Send user=phone

e SIP Send MAC

e S|P Send Line

e Reserve # in User Name

e Password Dial

e Unregister When Reboot

e 100 Reliable Retransmission

e Reboot in Talking

Power Indicator LED

Power indicator LED indicates power status and phone status. There are six
configuration options for power indicator LED:

Common Power Light On
Common Power Light On allows the power indicator LED to be turned on.
Ringing Power Light Flash

Ringing Power Light Flash allows the power indicator LED to flash when the IP phone

receives an incoming call.
Voice/Text Mail Power Light Flash

Voice/Text Mail Power Light Flash allows the power indicator LED to flash when the IP

phone receives a voice mail or a text message.

Mute Power Light Flash

Mute Power Light Flash allows the power indicator LED to flash when a call is mute.
Hold/Held Power Light Flash

Hold/Held Power Light Flash allows the power indicator LED to flash when a call is
placed on hold or is held.

Talk/Dial Power Light On

Talk/Dial Power Light On allows the power indicator LED to be turned on when the IP
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phone is busy.

Procedure

Power indicator LED can be configured using the configuration files or locally.

Configure the power indicator LED.
Parameters:

phone_setting.common_power_le
d_enable

phone_setting.ring_power_led_flas
h_enable

Configuration File <y0000000000xx>.cfg phone_settingmail_power_led_fla

sh_enable

phone_setting.mute_power_led_fl

ash_enable

phone_setting.hold_and_held_po
wer_led_flash_enable

phone_setting.talk_and_dial_powe
r_led_enable

Configure the power indicator LED.

Local Web User Interface Navigate to:

http://<phonelPAddress>/serviet?

p=features-powerled&q=Iload

Details of Configuration Parameters:

Permitted
Parameters Default
Values

phone_setting.common_power_led_enable Oor1 0

Description:

Enables or disables the power indicator LED to be turned on.
0-Disabled (power indicator LED is off)

1-Enabled (power indicator LED is solid red)

Web User Interface:

Features->Power LED->Common Power Light On

Phone User Interface:

None

phone_setting.ring_power_led_flash_enable Oor1 1
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Permitted
Parameters Default
Values

Description:

Enables or disables the power indicator LED to flash when the IP phone receives an

incoming call.

0-Disabled (power indicator LED does not flash)
1-Enabled (power indicator LED fast flashes (300ms) red)
Web User Interface:

Features->Power LED->Ringing Power Light Flash

Phone User Interface:

None

phone_setting.mail_power_led_flash_enable Oor1 1

Description:

Enables or disables the power indicator LED to flash when the IP phone receives a

voice mail or a text message.

0-Disabled (power indicator LED does not flash)

1-Enabled (power indicator LED slow flashes (1000ms) red)
Web User Interface:

Features->Power LED->Voice/Text Mail Power Light Flash
Phone User Interface:

None

phone_setting.mute_power_led_flash_enable Oor1 0

Description:

Enables or disables the power indicator LED to flash when a call is mute.
0-Disabled (power indicator LED does not flash)

1-Enabled (power indicator LED fast flashes (300ms) red)

Web User Interface:

Features->Power LED->Mute Power Light Flash

Phone User Interface:

None

phone_setting.hold_and_held_power_led_flash_enable Oort1 0

Description:

Enables or disables the power indicator LED to flash when a call is placed on hold or is
held.
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Parameters Permitied Default
Values
0-Disabled (power indicator LED does not flash)
1-Enabled ( power indicator LED fast flashes (500ms) red)
Web User Interface:
Features->Power LED->Hold/Held Power Light Flash
Phone User Interface:
None
phone_setting.talk_and_dial_power_led_enable Oor1 0
Description:

Enables or disables the power indicator LED to be turned on when the IP phone is
busy.

0-Disabled (power indicator LED is off)
1-Enabled (power indicator LED is solid red)
Web User Interface:

Features->Power LED->Talk/Dial Power Light On
Phone User Interface:

None

To configure the power Indicator LED via web user interface:

1. Click on Features->Power LED.
Select the desired value from the pull-down list of Common Power Light On.

Select the desired value from the pull-down list of Ringing Power Light Flash.

2

3

4. Select the desired value from the pull-down list of Voice/Text Mail Power Light Flash.
5. Select the desired value from the pull-down list of Mute Power Light Flash.

6

Select the desired value from the pull-down list of Hold/Held Power Light Flash.
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7. Select the desired value from the pull-down list of Talk/Dial Power Light On.

Log Out

.
Yealink |2 : : : : :
Account Network Features Settings Directory Security
Forward&DND Power LED NOTE
Common Power Light On Disabled
General Power Indicator LED
Information Ringing Power Light Flash Enzbled [=] It indicates power status and
phone status.
- Voice/ Text Mail Power Light Flash Enabled E|
Audio
You can click here to get
Mute Power Light Flash Disabled [+] more guidss.
Intercom
Hold/Held Power Light Flash Disabled
Transfer Talk/Dial Power Light On Disabled
Call Picku
:
Remote Control
Phone Lock
ACD
SMs
Action URL
Power LED

8. Click Confirm to accept the change.

Notification Popups

Notification popups feature allows the IP phone to display the pop-up message when it
misses a call, forwards an incoming call to other party or receives a new voice mail or a

new text message.

Procedure

Notification popups can be configured using the configuration files or locally.

Configure notification popups.

Parameters:

Configuration features.voice_mail_popup.enable
] <y0000000000xx>.cfg

File features.missed_call_popup.enable

features.forward_call_popup.enable

features.text_message_popup.enable

Configure notification popups.
Local Web User Interface Navigate to:
http://<phonelPAddress>/serviet?p=f

eatures-notifypop&g=Iload
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Details of Configuration Parameters:

Permitted
Parameters Default
Values
features.voice_mail_popup.enable Oort1 1

Description:

Enables or disables the IP phone to display the pop-up message box when it receives

a new voice mail.
0-Disabled
1-Enabled

Note: If the voice mail pop-up message box disappears, it won't pop up again unless
the user receives a new voice mail or the user re-registers the account that has unread

voice mail(s).

Web User Interface:

Features->Notification Popups->Display Voice Mail Popup
Phone User Interface:

None

features.missed_call_popup.enable Oort1 1

Description:

Enables or disables the IP phone to display the pop-up message box when it misses a
call.

0-Disabled

1-Enabled

Web User Interface:

Features->Notification Popups->Display Missed Call Popup
Phone User Interface:

None

features.forward_call_popup.enable Oor1 1

Description:

Enables or disables the IP phone to display the pop-up message box when it forwards
an incoming call to other party.

0-Disabled
1-Enabled
Web User Interface:

Features->Notification Popups->Display Forward Call Popup
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Permitted
Parameters Default
Values
Phone User Interface:
None
features.text_message_popup.enable Oor1 1
Description:

Enables or disables the IP phone to display the pop-up message box when it receives
a new text message.

0-Disabled
1-Enabled

Note: It works only if the value of the parameter “features.text_message.enable” is set
to 1 (Enabled).

Web User Interface:
Features->Notification Popups->Display Text Message Popup
Phone User Interface:

None

To configure the notification popups via web user interface:

1. Click on Features->Notification Popups.
Select the desired value from the pull-down list of Display Voice Mail Popup.
Select the desired value from the pull-down list of Display Missed Call Popup.

Select the desired value from the pull-down list of Display Forward Call Popup.

o > 0N

Select the desired value from the pull-down list of Display Text Message Popup.

Yealink | 2

Account Features Directory
Forward&DND LR S NOTE
Display Voice Mail Popup Enabled

General Hotification-Popups

Information Display Missed Call Popup Enabled E| 1t allows the 1P phone to display
the pop-up message when it

4 Display Forward Call Popu Enabled misses a cal, forwards an
Audio 52 e EI incoming call to other party or
i receives a new voice mail or a

Intercom Display Text Message Popup Enabled E| e ey

Transfer You can click here to get
more guides.

Call Pickup

Remote Control
Phone Lock
ACD

SMS

Action URL
Power LED

Notification Popups
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6. Click Confirm to accept the change.

Contrast

98

Contrast determines the readability of the texts displayed on the LCD screen. Adjusting
the contrast to a comfortable level can optimize the screen viewing experience. When
configured properly, contrast allows users to read the LCD’s display with minimal
eyestrain. You can configure the LCD’s contrast of SIP-T27B SIP-T23P/G, SIP-T21(P) E2 and
SIP-T19(P) E2 IP phones, EXP39 connected to SIP-T29G/T27P IP phones and EXP40
connected to SIP-T48G/T46G IP phones. Make sure the expansion module has been

connected to the IP phone before adjustment.

Procedure

Contrast can be configured using the configuration files or locally.

Configure the contrast of the LCD

screen.

Configuration File <y0000000000xx>.cfg
Parameter:

phone_setting.contrast

Configure the contrast of the LCD
screen.

Web User Interface Navigate to:

Local http://<phonelPAddress>/serviet

?p=settings-preference&q=Iload

Configure the contrast of the LCD
Phone User Interface

screen.
Details of the Configuration Parameter:
Parameter Permitted Values Default
phone_setting.contrast Integer from 1 to 10 6

Description:

Configures the contrast of the LCD screen.

For T48G/T46G IP phones, it configures the LCD’s contrast of the connected EXP40
only.

For T29G IP phones, it configures the LCD’s contrast of the connected EXP39 only.

For T27P IP phones, it configures the LCD’s contrast of the IP phone and the
connected EXP39.

For T23P/T23G/T21(P) E2/T19(P) E2 IP phones, it configures the LCD's contrast of the IP

phone.
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Parameter Permitted Values Default

Note: We recommend that you set the contrast of the LCD screen to 6 as a more

comfortable level.

Web User Interface:
Settings->Preference->Contrast
Phone User Interface:

Menu->Settings->Basic Settings->Display->Contrast

To configure contrast via web user interface:

1. Click on Settings->Preference.

2. Select the desired value from the pull-down list of Contrast.

Yealink | s

Account DSSKey Features Settings Directory

Preference Language English(English) - NOTE
Live Dialpad Disabled -
Time & Date Language
Inter Digit Time(1~14s) 4 Selects a lenguage for the web
i user interface.
Call Display Backlight Time(seconds) 30 -
Live Dialpad
Upgrade Contrast 6 M It allows IP phones to
. WatchDog Disabled - automatically dial out the
Auto Provision entered phone number after a
Ring Type Ringl.wav - specified period of time.
Configuration
Upload Ringtone Browse ™ | No file selected. Backlight
Specifies the brightness of the
Dial Plan Upload LCD screen display.
=
Confirm Cance Specifies the contrast of the
N LCD screen display.
Ring

3. Click Confirm to accept the change.
To configure contrast via phone user interface:

1. Press Menu->Settings->Basic Settings->Display->Contrast.

2.  Press @ or @ , or the Switch soft key to increase or decrease the intensity of

contrast.
The default contrast level is 6.

3. Press the Save soft key to accept the change.

Wallpaper

Wallpaper is an image used as the background of the IP phone idle screen. Users can
select an image from IP phone’s built-in background or customize wallpaper from
personal pictures. To set the custom wallpaper as the IP phone background, you need to
upload the custom wallpaper to the IP phone in advance. The wallpaper is only
applicable to SIP-T48G, SIP-T46G and SIP-T29G IP phones.
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The wallpaper image format must meet the following:

Phone Model Format Resolution | Single File Size | Total File Size
SIPT48G Jjpgl.png/.bmp | <=800%480 <=5MB <=20MB
SIPT46G/T29G | .jpg/.png/.bmp | <=480%272 <=5MB <=20MB

Procedure

Wallpaper can be configured using the configuration files or locally.

Configuration File

<y0000000000xx>.cfg

Configure the wallpaper
displayed on the IP phone.

Parameter:
phone_setting.backgrounds

Specify the access URL of

the custom wallpaper.
Parameter:

wallpaper_upload.url

Local

Web User Interface

Configure the wallpaper
displayed on the IP phone.

Upload the custom
wallpaper.

Navigate to:
http://<phonelPAddress>/se
rvlet?p=settings-preference
&q=load

Phone User Interface

Configure the wallpaper
displayed on the IP phone.

Details of the Configuration Parameter:

Parameters

Permitted Values

Default

phone_setting.backgrounds

Refer to the following
content

Refer to the following
content

Description:

Configures the wallpaper displayed on the IP phone.

Example:

For SIPT46G/T29G:

To set a phone built-in picture (e.g., 01.jpg) to be wallpaper, the value format is:

phone_setting.backgrounds = Resource:01.jpg
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Parameters Permitted Values Default

To configure a custom picture (e.g., custom1.jpg) to be wallpaper, the value format
is: phone_setting.backgrounds = Config:custom1.jpg

Permitted Values:

Resource:X (Valid values of X are: Default.jpg, 01.jpg, 02.jpg, 03.jpg, 04.jpg, 05.jpg,
06.jpg, 07.jpg, 08.jpg, 09.jpg or 10.jpg) or Config:wallpaper name

The default value is Default.jpg.
For SIPT48G:

To configure a phone built-in picture (e.g., 1.png) to be wallpaper, the value format
is: phone_setting.backgrounds = Resource:1.png

To configure a custom picture (e.g., custom1.png) to be wallpaper, the value format
is: phone_setting.backgrounds = Config:custom1.png

Permitted Values:

Resource:X (Valid values of X are: Default.png, 1.png, 2.png, 3.png, 4.png, 5.png,
6.png, 7.png, 8.png or 9.png) or Config:wallpaper name

The default value is Default.png.

Note: It is only applicable to SIP-T48G/T46G/T29G IP phones.

Web User Interface:

Settings->Preference->Wallpaper

Phone User Interface:

Menu->Basic->Display->Wallpaper

URL within 511
wallpaper_upload.url Blank
characters

Description:

Configures the access URL of the wallpaper image.
Example:

wallpaper_upload.url = http://192.168.10.25/wallpaper.jpg
Note: It is only applicable to SIP-T48G/46G/T29G IP phones.
Web User Interface:

Settings->Preference->Upload Wallpaper(480*272)
Phone User Interface:

None

To upload custom wallpaper via web user interface:

1. Click on Settings->Preference.

2. Inthe Upload Wallpaper field, click Browse to locate the wallpaper image from

your local system.
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3. Click Upload to upload the file.

Yealink | s

Status Account Network DSSKey Features Settings Directory Security
Live Dialpad Disabled - 9
Time & Date Language
Inter Digit Time(1~14s) 4 e Selects a language for the weh
- user interface.
Call Display Backlight Inactive Level Low - 0
Live Dialpad
Upgrade Backiight Active Level 8 AN ) It allows IP phones to
- Backlight Time(seconds) Always On - Q@ Z:i:r;jtﬁlgniay‘qs:bgiﬂer R
WatchDog Enabled - 0 specified period of time.
Configuration T Rinal @ Backliight
ing Type ingl.wav -
) Specifies the brightness of the
Dial Plan Upload Ringtone ‘[ Browse'"" I No file selected. | LCD screen disphay.
conrse
Specifies the contrast of the
) Wallpaper Default.jpg - @ LCD screen display.
Ring
Upload Wallpaper(480+272) ‘[ Browsa'* ] No file selected. | Ring Tones
Tones A ring tone that will alert you
when 3 call comes in for the IP
hone.
Softkey Layout p
TR069 You can click here to get
more guides.

4. Click Confirm to accept the change.
The custom wallpaper appears in the pull-down list of Wallpaper.

To change the wallpaper via web user interface:

1.  Click on Settings->Preference.

2. Select the desired wallpaper from the pull-down list of Wallpaper.

Yealink | s

Preference
Time & Date
Call Display
Upgrade

Auto Provision
Configuration
Dial Plan

Voice

Ring

Tones

Softkey Layout

TRO69

Language
Selects a lenguage for the web
user interface.

Live Dialpad

It alows IP phones to
automatically dial out the
entered phone number after a
specified period of time.

Backlight
Specifies the brightness of the
LCD screen display.

Contrast
Specifies the contrast of the
LCD screen display.

Account Network DSSKey Features Settings Directory Security
Language English(English) - @
Live Dialpad Disabled - @
Inter Digit Time(1~14s) 4 [7]
Backlight Inactive Level Low - @
Backlight Active Level 8 - @
Backlight Time(seconds) Always On - e
WatchDog Enabled - @
Ring Type Ringl.wav - e
Upload Ringtone ‘[ Browse::* ] No file selected.
‘Wallpaper Default.jpg - QJ
Upload Wallpaper(480*272) ‘[ Browse::* ] No file selected. ‘

Ring Tones

A ring tone that will alert you
when a call comes in for the 1P
phone.

You can click here to get
more guides.

3. Click Confirm to accept the change.

To change the wallpaper via phone user interface:

N N =

. Press Menu->Basic->Display->Wallpaper.

. Press the Save soft key to accept the change.

. Press @ or @ , or the Switch soft key to select the desired wallpaper.
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Backlight

Note

Backlight determines the brightness of the LCD screen display, allowing users to read
easily in dark environments. Backlight time specifies the delay time to change the
intensity of the LCD screen when the IP phone is inactive. Backlight turns off quickly if a
short backlight time is configured, this may not give users enough time to read
messages. Backlight time is applicable to
SIPT48G/T46G/T42G[T41P/T29G/T27P/T23P/T23G/T21(P) E2 IP phones and EXP40
connected to SIP-T48G/T46G IP phones and EXP39 connected to SIP-T29G/T27P IP phones.

You can configure the backlight time as one of the following types:

e Always Off: Backlight is turned off permanently (not applicable to
SIP-T48G/T46G/T29G IP phones).

e  Always On: Backlight is turned on permanently.

e 15s, 30s, 60s, 120s, 300s, 600s or 1800s: Backlight is turned off when the IP phone is
inactive after a preset period of time (in seconds), but it is automatically turned on
if the status of the IP phone changes or any key is pressed.

Backlight Active Level is used to adjust the backlight intensity of the LCD screen when
the phone is active. Backlight Inactive Level is used to adjust the backlight intensity of
the LCD screen when the phone is inactive. Backlight Active Level is applicable to
SIPT48G/T46G IP phones and the connected EXP40, SIPT29G/T27P IP phones and the
connected EXP39. Backlight Inactive Level is only applicable to SIP-T48G, SIP-T46G and
SIPT29G IP phones.

It is not applicable to SIPT19(P) E2 IP phones.

Before you adjust the LCD’s backlight of expansion module, make sure the expansion
module has been connected to the IP phone.

The following table lists available methods and configuration options to configure the
backlight of phone models/expansion modules.

Phone Model (and

Configuration
the connected

Configuration Options
Methods

expansion module)

Configuration Files
Backlight Inactive
SIPT48G/T46G[T29G Web User Interface Level
eve

Phone User Interface

Configuration Files
Backlight Active Level

SIPT48G (EXP40)/T46G
(EXP40)/T29G (EXP39)

Web User Interface

Phone User Interface

Backlight Time

SIPT27P(EXP39)

Configuration Files

Phone User Interface

Backlight Active Level

Backlight Time
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Phone Model (and . .
Configuration

Configuration Options
the connected Methods [e] p

expansion module)

Web User Interface

Configuration Files
SIP-T42G/T41P/T23P[T2

Web User Interface Backlight Time
3G/T21(P) E2

Phone User Interface

Procedure

Backlight can be configured using the configuration files or locally.

Configure the backlight of the LCD

screen.

Configuration Parameters:
i <y0000000000xx> .cfg _ _ _
File phone_setting.active_backlight_level

phone_setting.inactive_backlight_leve

phone_setting.backlight_time

Configure the backlight of the LCD
screen.
Web User Interface Navigate to:

Local http://<phonelPAddress>/serviet?p=s

ettings-preference&q=Iload

Configure the backlight of the LCD

screen.

Phone User Interface

Details of Configuration Parameters:

Parameters Permitted Values Default

phone_setting.active_backlight_level Integer from 110 10 8

Description:
Configures the intensity of the LCD screen when the phone is active.
10 is the highest intensity.

For T48G/T46G IP phones, it configures the LCD's intensity of the IP phone and the
connected EXP40.

For T29G/T27P IP phones, it configures the LCD's intensity of the IP phone and the
connected EXP39.

Note: It is not applicable to SIPT19(P) E2 IP phones.

Web User Interface:
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Settings->Preference->Backlight Active Level
Phone User Interface:

Menu->Basic->Display->Backlight->Backlight Active Level

phone_setting.inactive_backlight_level Oort1 1

Description:

Configures the intensity of the LCD screen when the phone is inactive.
0-Off

1-Low

Note: It is only applicable to SIP-T48G/T46G/T29G IP phones.

Web User Interface:

Settings->Preference->Backlight Inactive Level

Phone User Interface:

Menu->Basic->Display->Backlight->Backlight Inactive Level

Refer to
. . . 0, 1, 15, 30, 60, 120, 300, 600 the
phone_setting.backlight_time )
or 1800 following
content

Description:

Configures the delay time (in seconds) to change the intensity of the LCD screen

when the IP phone is inactive.

0-Always on

1-Always off (not applicable to SIP-T48G/T46G/T29G IP phones)
15-15s

30-30s

60-60s

120-120s

300-300s

600-600s

1800-1800s

If it is set to 60 (60s), the intensity of the LCD screen will be changed when the IP

phone has been inactivated for 60 seconds.
For SIP-T48G/T46G[T42G/T41P/T29G:

The default value is 0.

For SIP-T27P/T23P/T23G/T21(P) E2:

The default value is 30.

Note: It is not applicable to SIPT19(P) E2 IP phones.
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Web User Interface:
Settings->Preference->Backlight Time(seconds)
Phone User Interface:

Menu->Settings->Basic Settings->Display->Backlight->Backlight Time

To configure backlight via web user interface (take SIPT23G IP phones for example):

1. Click on Settings->Preference.

2. Select the desired value from the pull-down list of Backlight Time(seconds).

Yealink | 23

Account DSSKey Features Settings Directory
Preference Language English(English) - NOTE
Live Dizlpad Disabled -
Time & Date Language
Inter Digit Time(1~14s) 4 Selects a language for the web
" user interface.
Call Display Backlight Time(seconds) 30 -
Live Dialpad
Upgrade Contrast 6 M It allows IP phones to
automatically dial out the
Auto Provision Qb Disabled T entered phone number after a
Ring Type Ringl.wav - specified period of time.
Configuration
Upload Ringtone Browse™" | No file selected. Backlight
Specifies the brightness of the
Dial Plan Upload LCD screen display.
e
Confirm Cancel Spedifies the contrast of the
N LCD screen display.
Ring

3. Click Confirm to accept the change.
To configure backlight via phone user interface (take SIP-T23G IP phones for example):
1. Press Menu->Settings->Basic Settings->Display->Backlight.

2. Press @ or @ , or the Switch soft key to select the desired value from the
Backlight Time field.

3. Press the Save soft key to accept the change.
To configure the backlight via web user interface (take SIP-T46G IP phones for example):

1. Click on Settings->Preference.
2. Select the desired value from the pull-down list of Backlight Inactive Level.

3. Select the desired value from the pull-down list of Backlight Active Level.
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4, Select the desired value from the pull-down list of Backlight Time(seconds).

Yealink | s

Account

DSSKey Features

Settings

Directory

Preference
Time & Date
Call Display
Upgrade

Auto Provision
Configuration
Dial Plan

Voice

Ring

Tones

Softkey Layout

TR069

Language English(English) - 0
Live Dialpad Disabled - 0
Inter Digit Time(1~14s) 4 [7]
Backlight Inactive Level Low - o
Backlight Active Level g - @
Backlight Time(seconds) Always On - 0
WatchDog Enabled - 0
Ring Type Ringl.wav - 0
Upload Ringtone No file selected.

Wallpaper Default.jpa - @
Upload Wallpaper(480%272) Mo file selected.

Cancel

NOTE

Language
Selects a language for the web
user interface.

Live Dialpad

It allows IP phones to
automatically dial out the
entered phone number after a
specified period of time.

Backlight
Specifies the brightness of the
LCD screen display.

Contrast
Specifies the contrast of the
LCD screen display.

Ring Tones

A ring tone that wil alert you
when a call comes in for the 1P
phone.

You can click here to get
more guides.

5. Click Confirm to accept the change.

To configure the backlight via phone user interface (take SIP-T46G IP phones for

example):

1. Press Menu->Basic->Display->Backlight.

2, Press @ or @ , or the Switch soft key to select the desired level from the
Backlight Active Level field.

3. Press @ or @ , or the Switch soft key to select the desired value from the
Backlight Inactive Level field.

4. Press @ or @ , or the Switch soft key to select the desired time from the
Backlight Time field.

5. Press the Save soft key to accept the change.

Bluetooth

Note

Bluetooth enables low-bandwidth wireless connections within a range of 10 meters (32

feet). The best performance is in the 1 to 2 meter (3 to 6 feet) range. You can

activate/deactivate the Bluetooth mode and then pair and connect the Bluetooth
headset with your phone. It is only applicable to SIP-T48G/T46G/T29G IP phones.

To use this feature, make sure the Bluetooth USB dongle is properly connected to the USB
port on the back of the phone.

Procedure

Bluetooth mode can be configured using the configuration files or locally.

Configuration File

<y0000000000xx>.cfg

Configure Bluetooth mode.
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Parameter:

features.bluetooth_enable

Configure Bluetooth mode.

Navigate to:
Web User Interface

Local http://<phonelPAddress>/serviet
?p=features-bluetooth&qg=Iload

Phone User Interface Configure Bluetooth mode.

Details of the Configuration Parameter:

Parameter Permitted Values Default

features.bluetooth_enable Oor1 0

Description:

Triggers Bluetooth mode to on or off.
0-Off

1-On

Web User Interface:
Features->Bluetooth->Bluetooth Active
Phone User Interface:

Menu->Basic->Bluetooth

To active the Bluetooth mode via web user interface:

1. Click on Features->Bluetooth.

2. Select the desired value from the pull-down list of Bluetooth Active.

Yealink | e

Account Features Directory

Forward&DND Eramineiigs (7) NOTE
| Bluetooth Active on [=] ol
General Bluetooth
Information
Audio You can click here to get
more guides.
Intercom
Transfer
Call Pickup

Remote Control

Phone Lock

ACD

SMS

Action URL

Bluetooth
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3. Click Confirm to accept the change.

To active the Bluetooth mode via phone user interface:

1. Press Menu->Basic->Bluetooth.

2.  Press @ or @ , or the Switch soft key to select On from the Bluetooth field.

3.  Pressthe Save soft key to accept the change.

Enable Page Tips

Enable page tips feature allows users to enable the page icon and page switch key LED

to indicate different statuses. It is mainly used in the scenario of configuring multi-page

line key. It is only applicable to SIP-T46G/T29G/T42G/T41P/T27P IP phones.

The following table lists the page icons to indicate different statuses:

Icons

Description

Fast flashing: the BLF monitored user receives an incoming

call on the non-current page.

Solid: there is a parked call to the line on the non-current

page.
1 Fast flashing: the line receives an incoming call on the
non-current page.
Procedure

Enable page tips can be configured using the configuration files or locally.

Configure enable page tips.

Configuration File <y0000000000xx>.cfg Parameter:
phone_setting.page_tip
Configure enable page tips.
Navigate to:

Local Web User Interface

http://<phonelPAddress>/serviet
?p=dsskey&model=1&q=Iload&li

nepage=1

Details of the Configuration Parameter:

Parameter

Permitted Values

Default

phone_setting.page_tip

Oor1

Description:
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Parameter Permitted Values Default

Enables or disables the page icon and page switch key LED to indicate different
states of line keys on the non-current page.

0-Disabled

1-Enabled

Note: It is only applicable to SIP-T46G/T29G/T42G/T41P/T27P IP phones.
Web User Interface:

DSSKey->Line Key->Enable Page Tips

Phone User Interface:

None

To configure the page icon to indicate status via web user interface:

1. Click on DSSKey->Line Key.
2. Select Enabled from the pull-down list of Enable Page Tips.

Yealink | s

Directory

3 Enable Page Tips Enabled - | Label Length Default -
Line Key 1-9 | T = NOTE
Key Type Value Label Line Extension

Line Key 10-18 Line Keys

Line Keyl Line ~ Default + 1001 Line 1 A Line keys allow you to quickly

< access features such as recall

Line Key 19-27 Line Key2  Record - N/A T ey
Programable Key Line Key2  Line - Default - Line 3 -

Line Key4  Line - Default - Line 4 - You can click here to get
Ext Key more guides.

Line Key5  Line ~ Default - Line 5 -

Line Key6  Line ~ Default - Line 6 -

Line Key7 Line ~ Default - Line 7 -

Line Key8 Line ~ Default - Line 8 -

Line Key3 Line ~ Default - Line 9 -

Confirm Cancel

3. Click Confirm to accept the change.

Label Length

110

Label length allows IP phones to extend the display length of the line key label. If the
label length feature is enabled, more characters will be displayed on the idle LCD
screen. It is only applicable to SIP-T48G/T46G/T29G IP phones.

Procedure

Label length can be configured using the configuration files or locally.

Configure label length.
Configuration File <y0000000000xx>.cfg Parameter:

features.config_dsskey_length
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Configure label length.
Navigate to:

Local Web User Interface http://<phonelPAddress>/servlet
?p=dsskey&model=1&q=load&li

nepage=1
Details of the Configuration Parameter:
Parameter Permitted Values Default
features.config_dsskey_length Oor1 0

Description:

Enables or disables the extended length of the label displayed on the idle LCD
screen for the line key.

0-Default

1-Extended

Note: It is only applicable to SIPT48G/T46G/T29G IP phones.
Web User Interface:

DSSKey->Line Key->Label Length

Phone User Interface:

None

To configure the label length via web user interface:

1. Click on DSSKey->Line Key.

2. Select Extended from the pull-down list of Label Length.

Yealink | s

Directory

. Enable Page Tips Enzbled - | Label Length Default - |
Line Key 1-9 Uz £ NOTE
Key Type Value Label Line Extension
Line Key 10-18 Line Keys
Line Keyl Line + Default + 1001 Line 1 - Line keys allow you to quickly
5 access features such as recall
Wby L=t Line Key2  Record - /A and voice mall
Programable Key Line Key3  Line ~ Defauft - Line 3 -
Line Key4 Line ~ Default - Line 4 - You can click here to get
Ext Key more guides.
Line KeyS  Line ~ Default - Line 5 -
Line Key6  Line + Default - Line 6 -
Line Key7 Line + Default - Line 7 -
Line Key8  Line + Default - Line 8 -
Line Key® Line ~ Default - Line & -

3. Click Confirm to accept the change.
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Account Registration

Registering a SIP account makes it easier for the IP phones to receive an incoming call,
dial an outgoing call. The IP phones support SIP server redundancy for account

registration. For more information, refer to Server Redundancy on page 534.

Procedure

Account registration can be configured using the configuration files or locally.

Configure the account registration

information.

Parameter:

account.X.enable
account.X.label
account.X.display_name
account.X.auth_name
account.X.user_name
account.X.password
account.X.sip_server.Y.address
account.X.sip_server.Y.port
account.X.outbound_proxy_enable
<MAC>.cfg account.X.outbound_host
account.X.outbound_port
Configuration File
account.X.backup_outbound_host
account.X.backup_outbound_port

Configure the interval for the IP
phone to retry to re-register when
registration fails.

Parameter:
account.X.reg_fail_retry_interval

Configure the number of DSS keys
to be assigned automatically.

Parameter:

account.X.number_of_linekey

Configure auto linekeys.
<y0000000000xx>.cfg Parameter:

features.auto_linekeys.enable

Configure the account registration
Local Web User Interface ) .
information.
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Navigate to:

http://<phonelPAddress>/servlet?
p=account-register&q=Iload&acc
=0

Configure auto linekeys.
Navigate to:

http://<phonelPAddress>/servlet?
p=features-general&q=Iload

Configure the interval for the IP
phone to retry to register when

registration fails.

Configure the number of DSS keys
to be assigned automatically.

Navigate to:

http://<phonelPAddress>/serviet?
p=account-advé&g=Iload&acc=0

Configure the account registration
Phone User Interface

information.
Details of Configuration Parameters:
Parameters Permitted Values Default
account.X.enable Oor1 0

Description:

Enables or disables the account X.
0-Disabled

1-Enabled

X ranges from 1 to 16 (for SIP-T48G/T46G/T29G)
X ranges from 1 to 12 (for SIP-T42G)

X ranges from 1 to 6 (for SIPT41P/T27P)
X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)
Xis equal to 1 (for SIP-T19(P) E2)

Web User Interface:
Account->Register->Line Active
Phone User Interface:

Menu->Settings->Advanced Settings->Accounts->Active Line
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Parameters Permitted Values Default
String within 99
account.X.label Blank
characters

Description:

(Optional.) Configures the label to be displayed on the LCD screen for account X.
X ranges from 1 to 16 (for SIP-T48G/T46G/T29G)
X ranges from 1 to 12 (for SIPT42G)

X ranges from 1 to 6 (for SIPT41P/T27P)

X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

Xis equal to 1 (for SIPT19(P) E2)

Web User Interface:
Account->Register->Label

Phone User Interface:

Menu->Settings->Advanced Settings->Accounts->Label

. String within 99
account.X.display_name Blank
characters

Description:

Configures the display name for account X.
X ranges from 1 to 16 (for SIP-T48G/T46G/T29G)
X ranges from 1 to 12 (for SIP-T42G)

X ranges from 1 to 6 (for SIP-T41P/T27P)

X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

X'is equal to 1 (for SIP-T19(P) E2)

Web User Interface:
Account->Register->Display Name

Phone User Interface:

Menu->Settings->Advanced Settings->Accounts->Display Name

String within 99
account.X.auth_name Blank
characters

Description:

Configures the user name for register authentication for account X.
Xranges from 1 to 16 (for SIP-T48G/T46G/T29G)

X ranges from 1 to 12 (for SIP-T42G)
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Parameters Permitted Values

Default

X ranges from 1 to 6 (for SIPT41P/T27P)
X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)
Xis equal to 1 (for SIP-T19(P) E2)

Web User Interface:
Account->Register->Register Name
Phone User Interface:

Menu->Settings->Advanced Settings->Accounts->Register Name

String within 99
account.X.user_name
characters

Blank

Description:

Configures the register user name for account X.
Xranges from 1 to 16 (for SIP-T48G/T46G/T29G)
X ranges from 1 to 12 (for SIP-T42G)

X ranges from 1 to 6 (for SIP-T41P/T27P)

X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

X'is equal to 1 (for SIP-T19(P) E2)

Web User Interface:

Account->Register->User Name

Phone User Interface:

Menu->Settings->Advanced Settings->Accounts->User Name

String within 99

account.X.password
characters

Blank

Description:

Configures the password for register authentication for account X.
X ranges from 1 to 16 (for SIP-T48G/T46G/T29G)

X ranges from 1 to 12 (for SIP-T42G)

X ranges from 1 to 6 (for SIP-T41P/T27P)

X ranges from 1 to 3 (for SIP-T23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

Xis equal to 1 (for SIP-T19(P) E2)

Web User Interface:

Account->Register->Password
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Parameters Permitted Values

Default

Phone User Interface:

Menu->Settings->Advanced Settings->Accounts->Password

account.X.sip_server.Y.address String within 256

(X ranges from 1 to 16, Y ranges from 1 to 2) characters

Blank

Description:

Configures the IP address or domain name of the SIP server Y for account X.
X ranges from 1 to 16 (for SIP-T48G/T46G/T29G)

X ranges from 1 to 12 (for SIPT42G)

X ranges from 1 to 6 (for SIPT41P/T27P)

X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

X'is equal to 1 (for SIP-T19(P) E2)

Example:

account.1.sip_server.1.address = yealink.pbx.com
Web User Interface:

Account->Register->SIP Server Y->Server Host
Phone User Interface:

Menu->Settings->Advanced Settings->Accounts->SIP ServerY

account.X.sip_server.Y.port Integer from 0 to

(X ranges from 1 to 16, Y ranges from 1 to 2) 65535

5060

Description:

Configures the port of the SIP server Y for account X.
Xranges from 1 to 16 (for SIP-T48G/T46G/T29G)
X ranges from 1 to 12 (for SIP-T42G)

X ranges from 1 to 6 (for SIP-T41P/T27P)

X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

Xis equal to 1 (for SIP-T19(P) E2)

Example:

account.1.sip_server.1.port = 5060

Web User Interface:

Account->Register->SIP Server Y->Port

Phone User Interface:

None
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Parameters Permitted Values Default

account.X.outbound_proxy_enable Oor1 0

Description:

Enables or disables the IP phone to send requests to the outbound proxy server 1 for

account X.

0-Disabled

1-Enabled

X ranges from 1 to 16 (for SIP-T48G/T46G/T29G)
X ranges from 1 to 12 (for SIP-T42G)

X ranges from 1 to 6 (for SIPT41P/T27P)

X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

Xis equal to 1 (for SIP-T19(P) E2)

Web User Interface:
Account->Register->Enable Outbound Proxy Server
Phone User Interface:

Menu->Settings->Advanced Settings->Accounts->Outbound Status

IP address or
account.X.outbound_host . Blank
domain name

Description:

Configures the IP address or domain name of the outbound proxy server 1 or

account X.

X ranges from 1 to 16 (for SIP-T48G/T46G/T29G)
X ranges from 1 to 12 (for SIP-T42G)

X ranges from 1 to 6 (for SIP-T41P/T27P)

X ranges from 1 to 3 (for SIP-T23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

Xis equal to 1 (for SIP-T19(P) E2)

Note: It works only if the value of the parameter
“account.X.outbound_proxy_enable” is set to 1 (Enabled).

Web User Interface:
Account->Register->Outbound Proxy Server 1
Phone User Interface:

Menu->Settings->Advanced Settings->Accounts->Outbound Proxy1
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Parameters Permitted Values Default

Integer from 0 to
account.X.outbound_port 5060
65535

Description:

Configures the port of the outbound proxy server for account X.
X ranges from 1 to 16 (for SIP-T48G/T46G/T29G)

X ranges from 1 to 12 (for SIPT42G)

X ranges from 1 to 6 (for SIPT41P/T27P)

X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

Xis equal to 1 (for SIPT19(P) E2)

Example:

account.1.outbound_port = 5060

Note: It works only if the value of the parameter
“account.X.outbound_proxy_enable” is set to 1 (Enabled).

Web User Interface:
Account->Register->Outbound Proxy Server 1->Port
Phone User Interface:

None

IP address or
account.X.backup_outbound_host ] Blank
domain name

Description:

Configures the IP address or domain name of the outbound proxy server 2 for
account X.

Xranges from 1 to 16 (for SIP-T48G/T46G/T29G)
X ranges from 1 to 12 (for SIP-T42G)

X ranges from 1 to 6 (for SIP-T41P/T27P)

X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

Xis equal to 1 (for SIP-T19(P) E2)

Example:

account.1.backup_outbound_host = 5060

Note: It works only if the value of the parameter

“account.X.outbound_proxy_enable” is set to 1 (Enabled).

Web User Interface:
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Parameters Permitted Values Default

Account->Register->Outbound Proxy Server 2
Phone User Interface:

Menu->Settings->Advanced Settings->Accounts->Outbound Proxy2

Integer from 0 to
account.X.backup_outbound_port 5060
65535

Description:

Configures the port of the outbound proxy server 2 for account X.
X ranges from 1 to 16 (for SIP-T48G/T46G/T29G)

X ranges from 1 to 12 (for SIPT42G)

X ranges from 1 to 6 (for SIPT41P/T27P)

X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

Xis equal to 1 (for SIP-T19(P) E2)

Example:

account.1.backup_outbound_port = 5060

Note: It works only if the value of the parameter
“account.X.outbound_proxy_enable” is set to 1 (Enabled).

Web User Interface:
Account->Register->Outbound Proxy Server 2->Port

Phone User Interface:

None
. . Integer from 0 to
account.X.reg_fail_retry_interval 30
1800
Description:

Configures the interval (in seconds) for the IP phone to retry to re-register for account
X when registration fails.

Xranges from 1 to 16 (for SIP-T48G/T46G/T29G)
X ranges from 1 to 12 (for SIP-T42G)

X ranges from 1 to 6 (for SIP-T41P/T27P)

X ranges from 1 to 3 (for SIP-T23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

Xis equal to 1 (for SIP-T19(P) E2)

Example:

account.1.reg_fail_retry_interval = 30
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Parameters Permitted Values Default

Web User Interface:
Account->Advanced->SIP Registration Retry Timer(0~1800s)

Phone User Interface:

None
. String within 32
account.X.number_of_linekey 1
characters
Description:

Configures the number of DSS keys to be assigned with Line type automatically from
the first unused one (unused one means the DSS key is configured as N/A or Line). If
a DSS key is used, the IP phone will skip to the next unused DSS key.

The order of DSS key assigned automatically is Line Key->Ext Key.
X ranges from 1 to 16 (for SIP-T48G/T46G/T29G)

X ranges from 1 to 12 (for SIPT42G)

X ranges from 1 to 6 (for SIPT41P/T27P)

X ranges from 1 to 3 (for SIPT23P/G)

X ranges from 1 to 2 (for SIP-T21(P) E2)

X'is equal to 1 (for SIP-T19(P) E2)

Example:

account.1.number_of_linekey = 2

Note: It works only if the value of the parameter “features.auto_linekeys.enable” is
set to 1 (Enabled). It is not applicable to SIP-T19(P) E2 IP phones.

Web User Interface:
Account->Advanced->Number of line key
Phone User Interface:

None

features.auto_linekeys.enable Oor1 0

Description:

Enables or disables the DSS keys to be assigned with Line type automatically.
0-Disabled

1-Enabled

Note: The number of the DSS keys is determined by the value of the parameter
“account.X.number_of_linekey”. It is not applicable to SIP-T19(P) E2 IP phones.

Web User Interface:

Features->General Information->Auto Linekeys
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Parameters Permitted Values Default

Phone User Interface:

None

To register an account via web user interface:

1.  Click Account->Register.
Select the desired account from the pull-down list of Account.

Select Enabled from the pull-down list of Line Active field.

> 0N

Enter the desired value in Label, Display Name, Register Name, User Name,
Password and SIP Server1/2 fields respectively.

5. If you use outbound proxy servers, do the following:
1) Select Enabled from the pull-down list of Enable Outbound Proxy Server.

2) Enter the desired IP address or domain name in the Outbound Proxy Server
1/2 field and the desired port of the outbound proxy server 1/2 in the Port fields
respectively.

3) Enter the desired interval in the Proxy Fallback Interval field.

.
Yealink | 2
Register
Regster Stat Regstered
Basic — Account Registration
Line Active Enadled - Regaters account(s) for the I
Codec POt
= Labe 1011
Server Redundancy
Advanced Dsplay Name 1011 It & often requred n VolP
deployments to ensure
" 1 contnuty of phone service, for
" 10
Bogusc thon 1011 events where the server needs
T to be taken offine for
User Narme to1x maintenance, the sarver fals, o
the connection between the I
Password hased phona and the sarver faks.
SIP Server 1 NAT Traversal
A genaral term for techniques
Server Host 10.3.5.19% Port| S060 that establish and mantan I
o CONNECTIONS traversng NAT
Trnsport upp £ gateways. STUN s one of the
NAT traversal techniques.
Server Expres 3600
= Sour vaversal
Server Ratry Counts 3 :fw <an configura NAT traversal
for this account.
SIP Server 2
(@) You can dlick here to get
Server Host Port 5060 more guides.
Transport uoP =l
Server Expres 3600
Server Retry Counts 3
Enable Outbound Proxy Server Enabled [+l
Outbound Proxy Server 1 10.1.8.11 Port | 5060
Outbound Proxy Server 2 Port | 5060
Proxy Falback Interval 3600
MAT Deabled =)
Coofrm Cancel

6. Click Confirm to accept the change.
To configure the interval for re-register when registration fails via web user interface:

1. Click Account->Advanced.
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2. Enter the desired interval in the SIP Registration Retry Timer(0~1800s) field.

Yealink |z

Account Network

DSSKey Features

Settings

Directory Security

Register
Basic
Codec

Advanced

Keep Alve Type
Keep Alive Interval{Seconds)
RPart

Subscribe Period(Seconds)

Default
30
Disabled [=]

1800

SIP Send MAC Enabled =]
SIP Send Line Enabled [+l
SIP Registration Retry Timer(0~1800s) 30 |
V@ RTCP-XR Collector name

V@Q RTCP-XR Collector address

VQ RTCP-XR Collector port 5060

MNumber of line key E

L comme o

DTMF

It is the signal sent from the IP
phone to the network, which is
generated when pressing the IP
phone’s keypad during 3 call.

Session Timer

It allows a periodic refresh of
SIP sessions through a re-
INVITE request, to determine
whether a SIP session is stil
active.

Busy Lamp Field /BLF List
Monitors a specific extension/a
list of extensions for status
changes on IP phones.

Shared Call Appearance
(sca)/ Bridge Line
Appearance (BLA)

It allows users to share a SIP
line on several IP phones. Any
IP phone can be used to
originate or receive cals on the
shared line.

3. Click Confirm to accept the change.

To configure auto linekeys feature via web user interface:

1. Click on Features->General Information.

2. Select Enabled from the pull-down list of Auto Linekeys.

If Auto LineKeys is enabled, you can automatically assign multiple DSS keys with

Line type for a registered line on the phone.

Yealink | rz:c

Forward&DND

General
Information

Audio

Intercom
Transfer

Call Pickup
Remote Control
Phone Lock
ACD

SMS

Action URL

Power LED

Notification Popups

Account

General Information

Network

DSSKey Features

Call Waiting Enabled

Cal Waiting On Code

Cal Waiting Off Code

Auto Redial Disabled E|

Auto Redial Interval (1~300s) 10

Auto Redial Times (1~300) 10

Voice Mail Tone Enabled E

DHCP Hostname SIP-T23G

Reboot in Taking Disabled Iz‘

Hide Feature Access Codes Disabled [+l

Display Method on Dialing User Name Iz‘
| Auto Linekeys Enabled Iz‘ |

Settings

Log Out

Directory Security

IOTE

Call waiting

It allows IP phones to receive a
new incoming call when there is
already an active cal.

Auto Redial

It allows IP phones to
automatically redial a busy
number after the first attempt.

Key As Send
Assigns "#” or "=" as the send
key.

Hotline

1P phone will automatically dial
out the hotline number when
lfting the handset, pressing the
speakerphone key or the line
key.

Call Completion

It allows users to monitor the
busy party and establish a call
when the busy party becomes
available to receive a call.

You can click here to get
more guides.

3.  Click Confirm to accept the change.
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To configure the number of line keys via web user interface:

1. Click Account->Advanced.

2.  Enter the desired number in the Number of line key field.

This field appears only if Auto Linekeys is enabled.

Yealink | s

Account
Register ‘Account Account 1 B
Keep Alive Type Defauft E
Basic DTMF
Keep Alive Interval{Seconds) 30 It is the signal sent from the IP
d phone to the network, which is
HTIEE RPort Disabled [+] generated when pressing the IP
phone’s keypad during 2 call.
Advanced Subscribe Period(Seconds) 1800
Session Timer
It allows a periodic refresh of
SIP sessions through a re-
INVITE request, to determine
SIP Send MAC Enabled =] whether a SIP session is stil
active.
SIP Send Line Enabled
SIP Registration Retry Timer(0~1800s) 0 a';ﬂ’m'ﬁ:';?a'gg :)(Lt;&:;n /2
list of extensions for status
VQ RTCP-XR Collector name changes on IP phones.
WQ RTCP-XR Collector address
Shared Call Appearance
= % (scA)/ Bridge Line
VQ RTCP-XR Collector port 5060 Appearance (BLA)
Niberof e ki i It allows users to share a SIP
MHERE TR T line on several IP phones. Any
1P phone can be used to
;:lgr\g;tlllanzr receive calls on the

3. Click Confirm to accept the change.

To register an account via phone user interface:

1. Press Menu->Settings->Advanced Settings (default password: admin)
->Accounts.

2. Select the desired account and then press the Enter soft key.

3. Select Enabled from the Active Line field.

4, Enter the desired value in Label, Display Name, Register Name, User Name,
Password and SIP Server1/2 fields respectively. Contact your system administrator

for more information.
5. If you use outbound proxy servers, do the following:
1) Select Enabled from the Outbound Status field.
2) Enter the desired IP address or domain name in the Outbound Proxy1/2 field.
3) Enter the desired interval in the Proxy Fallback Interval field.

6. Press the Save soft key to accept the change or the Back soft key to cancel.

Call Display

Display contact photo allows the IP phone to present the contact avatar when it
receives an incoming call, dials an outgoing call or engages in a call. Display contact
photo feature is only applicable to SIP-T48G/T46G/T29G IP phones.

Display called party information allows the IP phone to present the callee identity in
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addition to the presentation of caller identity when it receives an incoming call.

The following figure shows an example of screen display when Display Called Party
Information feature is enabled on the phone. The following shows an incoming call from
1008 to 1009.

iy Ringing

Feject

You can customize the call information to be displayed on the IP phone as required. IP
phones support five call information display methods: Number+Name, Name,
Name+Number, Number and Full Contact Info (display name <sip:xxx@domain.com>).

Note SIPT42G/T41P/T27P[T23P/T23G/T21(P) E2/T19(P) E2 IP phones have a limited display (up to
three lines) due to their smaller screen size.

Procedure

Call Display can be configured using the configuration files or locally.

Configure display contact
photo feature.

Parameter:

phone_setting.contact_photo_d

isplay.enable

Configure display called party

information feature.
Configuration File <y0000000000xx>.cfg | Parameter:

phone_setting.called_party_inf

o_display.enable

Specify the call information

display method.
Parameter:

phone_setting.call_info_display
_method

Configure call display features.
Navigate to:

Local Web User Interface http://<phonelPAddress>/servl
et?p=settings-calldisplay&q=Ilo
ad
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Details of Configuration Parameters:

Parameters Permitted Values Default

phone_setting.contact_photo_display.enable Oor1 1

Description:

Enables or disables the IP phone to display contact avatar when it receives an

incoming call, dials an outgoing call or engages in a call.
0-Disabled

1-Enabled

Note: It is only applicable to SIP-T48G/T46G/T29G IP phones.
Web User Interface:

Settings->Call Display->Display Contact Photo

Phone User Interface:

None

phone_setting.called_party_info_display.enable Oor1 0

Description:

Enables or disables the IP phone to display the called account information when

receiving an incoming call.

0-Disabled

1-Enabled

Web User Interface:

Settings->Call Display->Display Called Party Information
Phone User Interface:

None

phone_setting.call_info_display_method 0,1,2,30r4 0

Description:

Specifies the call information display method when the IP phone receives an
incoming call, dials an outgoing call or is during an active call.

0-Name+Number

1-Number+Name

2-Name

3-Number

4-Full Contact Info (display name <sip:xxx@domain.com>)

Web User Interface:
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Parameters Permitted Values Default

Settings->Call Display->Call Information Display Method
Phone User Interface:

None

To configure call display features via web user interface (take SIP-T23G IP phones for
example):

1. Click on Settings->Call Display.

2. Select the desired value from the pull-down list of Display Called Party Information.

3. Select the desired value from the pull-down list of Call Information Display Method.

Log Out

Yealink |«

Account Network Settings Directory Security

Preference Call Display NOTE
Display Called Party Information Enabled Iz‘
Time & Date Call Display
Call Information Display Method Hame+Mumber E Display called party information
Call Dispk allows the IP phone to present
all isplay the cllee identity in addition to
the presentation of caller
Upgrade identity when it receives an
incoming call.
Auto Provision
You can click here to get
Configuration more guides.

4. Click Confirm to accept the change.

To configure call display features via web user interface (take SIP-T46G IP phones for
example):

1. Click on Settings->Call Display.

Select the desired value from the pull-down list of Display Contact Photo.

Select the desired value from the pull-down list of Display Called Party Information.

> 0N

Select the desired value from the pull-down list of Call Information Display Method.

Yealink |

| Account || Network || | | BEGLUUUEN | Directory || Security |

Preference Call Display NOTE
Display Contact Photo Enabled E 0
Time & Date Call Display
Display Called Party Information Enabled E| 0 Display called party information
Call Displa allows the 1P phone to present
pay Call Information Display Method Hame-+humber = @ the callee identity in addition to
the presentation of caller
Upgrade identity when it receives an
eomig cal.
Auto Provision
You can click here to get
Configuration more guides.

5. Click Confirm to accept the change.

Display Method on Dialing
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be displayed on the top left corner of the LCD screen. You can customize the account
information to be displayed on the IP phone as required. IP phones support three
account information display methods: Label, Display Name and User Name.

Procedure

Display method on dialing can be configured using the configuration files or locally.

Configure display method on
dialing.
Configuration File <y0000000000xx>.cfg Parameter:

features.caller_name_type_on_di

aling

Configure display method on
dialing.
Local Web User Interface Navigate to:

http://<phonelPAddress>/serviet
?p=features-general&q=Iload

Details of Configuration Parameters:

Parameter Permitted Values Default

features.caller_name_type_on_dialing 1,20r3 3

Description:

Configures the account information displayed on the top left corner of the LCD
screen when the IP phone is on the pre-dialing or dialing screen.

1-Label

2-Display Name

3-User Name

Web User Interface:

Features->General Information->Display Method on Dialing
Phone User Interface:

None

To configure display method on dialing via web user interface:

1. Click on Features->General Information.
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2. Select the desired value from the pull-down list of Display Method on Dialing field.

Yealink |z

Account Features Directory
Forward&DND General Information NOTE
Call Waiting Enabled Iz‘
General Call Waiting
Information Call Waiting On Code It allows IP phones to receive a
new incoming call when there is
Vi already an active cal.
Audio Cal Waiting Off Code
P i Auto Redial
Intercom Auto Redial Disabled E It alows IP phones to
A § automatically redial a busy
Auto Redial Interval (1~300s) 10 number after the first attempt.
U Auto Redial Times (1~300) 10 Key As Send
N Assigns "#" or "*" as the send
Call Pickup o key.
Hotline
Remote Control 1P phone will automatically dil
out the hotline number when
Phone Lock Voice Mal Tone Enabled Ifting the handsef, pressing the
speakerphone key or the line
DHCP Hostname SIP-T23G key.
ACD
Reboot in Taking Diszbled [~] call Completion
It allows users to monitor the
SMS Hide Feature Access Codes Enabled [~] busy party and establish a call
_ when the busy party becomes
Action URL | Display Method on Dialing User Mame E| | avaiable to receive a cal.
Power LED Auto Linekeys Disabled [] You can click here to get
more guides.
Notification Popups

3. Click Confirm to accept the change.

Web Server Type
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Web server type determines access protocol of the IP phone’s web user interface. IP
phones support both HTTP and HTTPS protocols for accessing the web user interface.
HTTP is an application protocol that runs on top of the TCP/IP suite of protocols. HTTPS is
a web protocol that encrypts and decrypts user page requests as well as pages
returned by the web server. Both HTTP and HTTPS port numbers are configurable.

Procedure

Web server type can be configured using the configuration files or locally.

Configure the web access type,
HTTP port and HTTPS port.

Parameters:
Configuration File <y0000000000xx>.cfg | Wui.http_enable
network.port.http
wui.https_enable

network.port.https

Configure the web access type,
HTTP port and HTTPS port.

Web User Interface Navigate to:

Local
http://<phonelPAddress>/servl

et?p=network-adv&g=Iload

Phone User Interface Configure the web access type,
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HTTP port and HTTPS port.

Details of Configuration Parameters:

Parameters Permitted Values Default

wui.http_enable Oor1 1

Description:

Enables or disables the user to access web user interface of the IP phone using the
HTTP protocol.

0-Disabled
1-Enabled

Note: If you change this parameter, the IP phone will reboot to make the change take

effect.

Web User Interface:
Network->Advanced->Web Server->HTTP
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin)
->Network->Webserver Type->HTTP Status

network.port.http Integer from 1 to 65535 80

Description:

Configures the HTTP port for the user to access web user interface of the IP phone

using the HTTP protocol.

Note: If you change this parameter, the IP phone will reboot to make the change take

effect.

Web User Interface:

Network->Advanced->Web Server->HTTP Port(1~65535)
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin)
->Network->Webserver Type->HTTP Port

wui.https_enable Oor1 1

Description:

Enables or disables the user to access web user interface of the IP phone using the
HTTPS protocol.

0-Disabled
1-Enabled
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Parameters Permitted Values Default

Note: If you change this parameter, the IP phone will reboot to make the change take
effect.

Web User Interface:
Network->Advanced->Web Server->HTTPS
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin)
->Network->Webserver Type->HTTPS Status

network.port.https Integer from 1 to 65535 443

Description:

Configures the HTTPS port for the user to access web user interface of the IP phone
using the HTTPS protocol.

Note: If you change this parameter, the IP phone will reboot to make the change take
effect.

Web User Interface:
Network->Advanced->Web Server->HTTPS Port(1~65535)
Phone User Interface:

Menu->Settings->Advanced Settings (default password: admin)

->Network->Webserver Type->HTTPS Port

To configure web server type via web user interface:

1. Click on Network->Advanced.

2. Select the desired value from the pull-down list of HTTP.

3. Enter the desired HTTP port number in the HTTP Port(1~65535) field.
The default HTTP port number is 80.

4. Select the desired value from the pull-down list of HTTPS.

5. Enter the desired HTTPS port number in the HTTPS Port(1~65535) field.
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The default HTTPS port number is 443.

Yealink | 2

= LLDP
Basic

PC Port

Advanced copP

VLAN

WAN Port

Web Server

VPN

| DssKey

Active

Packet Interval (1~3600s)

Active

Packet Interval (1~3600s)

Active

VID (1-4094)

Enabled

60

Dsabled

60

Dsabled

1

| Features

| Settings

HTTP
HTTP Port (1~65535)
HTTPS

HTTPS Port (1~65535)

Enabled

80

Enabled

443

=]

Active

Upload VPN Config

Confimm

Enabled

Browse... |

[Upload ]

Cancel

[=]

Log Out

| Directory || Security

NOTE

VLAN

Tt 5 used to logically divide a
physical network into several
broadcast domains. VLAN
membership can be configured
through software instead of
physically relocating devices or
connections.

The priority of VLAN assignment
method (from highest to
lowest) :LLDP/CDP->manual
configuration->DHCP VLAN

NAT Traversal

Tt s 2 general term for
technigues that estabish and
maintain IP connections
traversng NAT gateways. STUN
& one of the NAT traversal
techniques.

You can configure NAT traversal
for the IP phone.

Quality of Service (QoS)
It & the abiity to provide
different priorities for different
packets in the network,
allowing the transport of traffic
with spedial requirements.

Web Server

It determines access protocol
and port of the IP phone's web
user interface

802.1X Authentication
It offers an authentication
mechanicm far the 10 nhane &

6. Click Confirm to accept the change.

A dialog box pops up to prompt that settings will take effect after a reboot.

7. Click OK to reboot the phone.

To configure web server type via phone user interface:

1. Press Menu->Settings->Advanced Settings (default password: admin)

->Network->Webserver Type.

2. Press @ or @ , or the Switch soft key to select the desired value from the HTTP

Status field.

3. Enter the desired HTTP port number in the HTTP Port field.

4. Press @ or @ , or the Switch soft key to select the desired value from the HTTP

Status field.

5. Enter the desired HTTPS port number in the HTTPS Port field.

6. Press the Save soft key to accept the change.

The IP phone reboots automatically to make settings effective after a period of time.

Time and Date

IP phones maintain a local clock and calendar. Time and date are displayed on the idle

screen of IP phones.
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The following table lists available configuration methods for time and date.

Option Configuration Methods

Configuration Files
NTP time server Web User Interface

Phone User Interface

Configuration Files
Time Zone Web User Interface

Phone User Interface

Web User Interface

Time
Phone User Interface
Configuration Files
Time Format Web User Interface
Phone User Interface
Web User Interface
Date
Phone User Interface
Configuration Files
Date Format Web User Interface

Phone User Interface

Configuration Files
Daylight Saving Time
Web User Interface

NTP Time Server
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A time server is a computer server that reads the actual time from a reference clock and
distributes this information to the clients in a network. The Network Time Protocol (NTP) is

the most widely used protocol that distributes and synchronizes time in the network.

The IP phones synchronize the time and date automatically from the NTP time server by
default. The NTP time server address can be offered by the DHCP server or configured
manually. NTP by DHCP Priority feature can configure the priority for the IP phone to use
the NTP time server address offered by the DHCP server or configured manually.

Time Zone

A time zone is a region on Earth that has a uniform standard time. It is convenient for
areas in close commercial or other communication to keep the same time. When
configuring the IP phone to obtain the time and date from the NTP time server, you must

set the time zone.
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Procedure

NTP time server and time zone can be configured using the configuration files or locally.

Configuration File <MAC>.cfg

Configure NTP by DHCP priority
feature and DHCP time feature.

Parameters:

local_time.manual_ntp_srv_prior
local_time.dhcp_time

Configure the NTP server, time

zone.

Parameters:
local_time.ntp_server1
local_time.ntp_server2
local_time.interval
local_time.time_zone

local_time.time_zone_name

Local

Web User Interface zone.

Configure NTP by DHCP priority
feature and DHCP time feature.

Configure the NTP server, time

Navigate to:
http://<phonelPAddress>/servlet
?p=settings-datetime&q=Iload

Phone User Interface | Configure the NTP server, time

Configure DHCP time feature.

zone.
Details of Configuration Parameters:
Parameters Permitted Values Default
local_time.manual_ntp_srv_prior Oor1 0

Description:

Configures the priority for the IP phone to use the NTP server address offered by the

DHCP server.

0-High (use the NTP server address offered by the DHCP server preferentially)

1-Low (use the NTP server address configured manually preferentially)

Web User Interface:
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Parameters Permitted Values Default
Settings->Time & Date->NTP by DHCP Priority
Phone User Interface:
None
local_time.dhcp_time Oort1 0

Description:

Enables or disables the IP phone to update time with the offset time offered by the

DHCP server.
0-Disabled
1-Enabled

Note: It is only available to offset from GMT 0.

Web User Interface:

Settings->Time & Date->DHCP Time

Phone User Interface:

Menu->Settings->Basic Settings->Time & Date->DHCP Time

local_time.ntp_server1

IP Address or Domain
Name

cn.pool.ntp.org

Description:

Configures the IP address or the domain name of the NTP server 1.

Example:

local_time.ntp_server1 = 192.168.0.5

Web User Interface:

Settings->Time & Date->Primary Server

Phone User Interface:

Menu->Settings->Basic Settings->Time & Date->SNTP Settings->NTP Server1

local_time.ntp_server2

IP Address or Domain
Name

cn.pool.ntp.org

Description:

Configures the IP address or the domain name of the NTP server 2.

If the NTP server 1 is not configured or cannot be accessed, the IP phone will request

the time and date from the NTP server 2.

Example:

local_time.ntp_server2 = 192.168.0.6

Web User Interface:
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Parameters Permitted Values Default

Settings->Time & Date->Secondary Server
Phone User Interface:

Menu->Settings->Basic Settings->Time & Date->SNTP Settings->NTP Server2

local_time.interval Integer from 15 to 86400 1000

Description:

Configures the interval (in seconds) to update time and date from the NTP server.

Example:

local_time.interval = 1000

Web User Interface:

Settings->Time & Date->Synchronism (15~86400s)
Phone User Interface:

None

local_time.time_zone -11to +14 +8

Description:

Configures the time zone.

For more available time zones, refer to Appendix B: Time Zones on page 749.
Example:

local_time.time_zone = +8

Web User Interface:

Settings->Time & Date->Time Zone

Phone User Interface:

Menu->Settings->Basic Settings->Time & Date->SNTP Settings->Time Zone

local_time.time_zone_name String within 32 characters China(Beijing)

Description:
Configures the time zone name.

The available time zone names depend on the time zone configured by the

parameter “local_time.time_zone”. For more information on the available time zone

names for each time zone, refer to Appendix B: Time Zones on page 749.

Example:

local_time.time_zone_name = China(Beijing)

Note: It works only if the value of the parameter “local_time.summer_time” is set to 2

(Automatic) and the parameter “local_time.time_zone” should be configured in
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Parameters Permitted Values Default

advance.

Web User Interface:
Settings->Time & Date->Location
Phone User Interface:

Menu->Settings->Basic Settings->Time & Date->SNTP Settings->Location

To configure NTP by DHCP priority feature via web user interface:;

1. Click on Settings->Time & Date.
2. Select the desired value from the pull-down list of NTP by DHCP Priority.

Yealink | 2

Account Settings Directory
Tii & Daty
Preference tme & Date NOTE
DHCP Time Disabled [+l
Time & Date Time and Date
Time Zone -8 China . Singapore « Australia« Russia E It displays on the idle screen of
Call Displar IP phones.
(2 Daylight Saving Time @ Autoratic © Enabled © Disabled
Time Zone
Upgrade Locati China(B A time zone is a region on Earth
i oeaten ina(Befing) =] that has a uniform standard
time. It is convenient for areas
Auto Provision RoctIveS 2! BET Ayl 5 e in close commercl or other
communication to keep the
Start Date Month Day Hour
Configuration same time.
End Date Month Day Hour NTP Server
Dial Plan The IP phones synchronize the
Offset(minutes) time and date automatically
_ from the NTP time server by
Voice NTP by DHCP Priarity High = | defautt.
i Primary Server cn.pool.ntp.org Daylight Saving Time
Ring It is the practice of temporary
s e ETT .pool.ntp. advancing clocks during the
Tones TR RN CN-pOOLNTR.0r summer time so that evenings
have more daylight and
Synchronism (15~86400s) 1000 mornings have less. Typicaly,
Softkey Layout ' bied clocks are adjusted forward one
Manual Time Disable: [=] hour at the start of spring and
backward in autumn.
TRO69 Time Format Hour 24 [+]
Voice Monitoring Date Format VWV MMM DD [+] You can click here to get
more guides.
o

3. Click Confirm to accept the change.
To configure the NTP server, time zone via web user interface:

1. Click on Settings->Time & Date.
Select Disabled from the pull-down list of Manual Time.
Select the desired time zone from the pull-down list of Time Zone.

Select the desired location from the pull-down list of Location.

g » NN

Enter the domain names or IP addresses in the Primary Server and Secondary
Server fields respectively.
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6. Enter the desired time interval in the Synchronism (15~86400s) field.

Yealink | =z

Account Settings Directory
Tii 8 Dat
Preference tme & Date NOTE
DHCP Time Disabled [=]
Time & Date Time and Date
Time Zone +8 China . Singapore . Australa . Russia Iz‘ It displays on the idle screen of
Call Displa P phones.
= Daylight Saving Time @ automatic @ Enabled © Disabled
Time Zone
Upgrade Locati China(B A time zone is a region on Earth
i ocaton ina(Bejing) [=] that has a uniform standard
@ time. It is convenient for areas
Auto Provision Sl e <! BET Ay Earlhytees in close commercal or other
communication to keep the
Start Date Month Day Hour
Configuration same time.
End Date Month Day Hour NTP Server
Dial Plan The IP phones synchronize the
Offset(minutes) time and date automatically
~ from the NTP time server by
Voice NTP by DHCP Priority High [=] defautt.
i Primary Server cn.pool.ntp.or Daylight Saving Time
Ring v ? P-0rg It is the practice of temporary
" advancing clocks during the
Tones Secondary Server cn.pool.ntp.org AT (v 5 (T GHEs
have more daylight and
Synchronism (15~86400s) 1000 mornings have less. Typicaly,
Softkey Layout | oled clocks are adjusted forward one
Manual Time Disable: [=] hour at the start of spring and
TR0O69 S Hour 24 =l backward in autumn.
Voice Monitoring Date Format VAV MMM DD =] You can dlick here to get
more guides.
sip

7. Click Confirm to accept the change.
To configure the NTP server and time zone via phone user interface:

1.  Press Menu->Settings->Basic Settings->Time & Date->SNTP Settings.

2.  Press @ or @ , or the Switch soft key to select the time zone that applies to your
area from the Time Zone field.

The default time zone is "+8".

3. Enter the domain names or IP addresses in the NTP Server1 and NTP Server2 fields

respectively.

4, Press @ or @ , or the Switch soft key to select the desired value from the
Daylight Saving field.
If Automatic is selected, the Location field will appear.

5. Press @ or @ , or the Switch soft key to select the desired value from the
Location field.

6. Press the Save soft key to accept the change.

Time and Date Settings

You can set the time and date manually when IP phones cannot obtain the time and
date from the NTP time server. The time and date display can use one of several

different formats.
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Procedure

Time and date can be configured using the configuration files or locally.

Configuration File

<MAC>.cfg

Configure the time and date

manually.
Parameter:
local_time.manual_time_enable

Configure the time and date

formats.
Parameters:
local_time.time_format

local_time.date_format

Local

Web User Interface

Configure the time and date

manually.
Configure the time and date

formats.

Navigate to:
http://<phonelPAddress>/servlet
?p=settings-datetime&q=Iload

Phone User Interface

Configure the time and date

manually.

Configure the time and date

formats.

Details of Configuration Parameters:

Parameters

Permitted Values

Default

local_time.manual_time_enable

Oor1 0

Description:

Web User Interface:

Phone User Interface:

None

0-Diabled (obtain time and date from NTP server)

Settings->Time & Date->Manual Time

Enables or disables the IP phone to obtain time and date from manual settings.

1-Enabled (obtain time and date from manual settings)
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Parameters Permitted Values Default

local_time.time_format Oort1 1

Description:

Configures the time format.
0-Hour 12

1-Hour 24

If it is set to 0 (Hour 12), the time will be displayed in 12-hour format with AM or PM
specified.

If it is set to 1 (Hour 24), the time will be displayed in 24-hour format (e.g., 2:00 PM
displays as 14:00).

Web User Interface:

Settings->Time & Date->Time Format

Phone User Interface:

Menu->Settings->Basic Settings->Time & Date->Time & Date Format->Time Format

local_time.date_format 0,1,2,3,4,50r6 0

Description:

Configures the date format.
Valid values are:

0-WWW MMM DD
1-DD-MMM-YY
2-YYYY-MM-DD
3-DD/MM/YYYY
4-MM/DD/YY

5-DD MMM YYYY

6-WWW DD MMM

Note: “WWW?" represents the abbreviation of the week, “DD” represents a two-digit
day, “MMM"” represents the first three letters of the month, “YYYY” represents a

four-digit year, and “YY” represents a two-digit year.
Web User Interface:

Settings->Time & Date->Date Format

Phone User Interface:

Menu->Settings->Basic Settings->Time & Date->Time & Date Format->Date Format

To configure the time and date manually via web user interface:

1. Click on Settings->Time & Date.
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2.
3.

Select Enabled from the pull-down list of Manual Time.

Enter the time and date in the corresponding fields.

Yealink | 2

Account Network DSSKey Features Settings

Directory Security

Time & Date
Preference
DHCP Time Disabled [+l
Time & Date
MTP by DHCP Priority High [+l
call Dsplay Primary Server cn.pool.ntp.org
Upgrade Secondary Server cn.pool.ntp.org
Auto Provision Synchronism (15~86400s) 1000
_ Manuzl Time Enabled [+]
Configuration
Date Year | 2015 |Month |5 Day | 18
Dial Plan
Time Hour |16 Minute | 8 Second | 15
Voice Time Format Hour 24 [+l
Ring Date Format WA MMM DD Iz‘
Tones
Softkey Layout
TROG9

NOTE

Time and Date
It displays on the idle screen of
IP phones.

Time Zone

A time zone is a region on Earth
that has a uniform standard
time. It is convenient for areas
in cose commercal or ather
communication to keep the
same time.

NTP Server

The IP phones synchronize the
time and date automatically
from the NTP time server by
default.

Daylight Saving Time

It is the practice of temporary
advancing clocks during the
summer time so that evenings
have more daylight and
mornings have less. Typically,
clocks are adjusted forward one
hour at the start of spring and
backward in autumn.

4.

Click Confirm to accept the change.

To configure the time and date format via web user interface:

-

N

(&}

Click on Settings->Time & Date.
Select the desired value from the pull-down list of Time Format.

Select the desired value from the pull-down list of Date Format.

Yealink | 2

Account Network DSSKey Features Settings

Preference Time & Date

DHCP Time Disabled [+]
Time & Date

Time Zone +8 China + Singapare .« Australiz + Russia E|
Call Display Daylight Saving Time @ Autormatic © Enabled © Disabled
Upgrade Location China(Beiing) =]
Auto Provision Fixed Type @ DST by Date DST by Week

Start Date Month Day Hour
Configuration

End Date Month Day Hour
Dial Plan
Offset{minutes)

Voice NTP by DHCP Priority High =]
Ring Primary Server cn.pool.ntp.org

Secondary Server cn.pool.ntp.org
Tones

Synchronism (15~86400s) 1000
Softkey Layout

=7 Manual Time Disabled =]

TRO69 Time Format Hour 24 Iz‘
Voice Monitoring Date Format WWW MMM DD [=]
=0

Log Out

Directory Security

NOTE

Time and Date
It displays on the idle screen of
IP phones.

Time Zone

A time zone is a region on Earth
that has a uniform standard
time. It is convenient for areas
in close commercial or ather
communication to keep the
same time.

NTP Server

The IP phones synchronize the
time and date automatically
from the NTP time server by
default.

Daylight Saving Time

It is the practice of temporary
advancing clocks during the
summer time so that evenings
have more daylight and
mornings have less. Typically,
clocks are adjusted forward one
hour at the start of spring and
backward in autumn.

You can click here to get
more guides.

4,

Click Confirm to accept the change.

To configure the time and date manually via phone user interface:

1.
2.

Press Menu->Settings->Basic Settings->Time & Date->Manual Settings.

Enter the date in the Date(YMD) field.
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3. Enter the time in the Time(HMS) field.

4. Pressthe Save soft key to accept the change.
To configure the time and date formats via phone user interface:

1. Press Menu->Settings->Basic Settings->Time & Date->Time & Date Format.

2.  Press @ or @ , or the Switch soft key to select the desired time format from the
Time Format field.

3.  Press @ or @ , or the Switch soft key to select the desired date format from the
Date Format field.

4. Pressthe Save soft key to accept the change.

Daylight Saving Time

Daylight Saving Time (DST) is the practice of temporary advancing clocks during the
summer time so that evenings have more daylight and mornings have less. Typically,
clocks are adjusted forward one hour at the start of spring and backward in autumn.
Many countries have used the DST at various times, details vary by location. By default,
the DST is set to Automaitic, so it can be adjusted automatically from the current time
zone configuration. You can configure DST for the desired area as required.

Procedure

Daylight saving time can be configured using the configuration files or locally.

Configure DST.
Parameters:
local_time.summer_time
Configuration File <MAC>.cfg local_time.dst_time_type
local_time.start_time
local_time.end_time

local_time.offset_time

Configure DST.

Navi :
Local Web User Interface avigate to

http://<phonelPAddress>/servlet
?p=settings-datetime&q=Iload

Details of Configuration Parameters:

Parameters Permitted Values Default

local_time.summer_time 0,1or2 2

141



Administrator’s Guide for SIP-T2 Series/T19(P) E2/T4 Series IP Phones

Parameters Permitted Values Default

Description:

Configures Daylight Saving Time (DST) feature.
0-Disabled

1-Enabled

2-Automatic

Web User Interface:

Settings->Time & Date->Daylight Saving Time
Phone User Interface:

Menu->Settings->Basic Settings->Time & Date->SNTP Settings->Daylight Saving

local_time.dst_time_type Oor1 0

Description:

Configures the DST time type.
0-DST by Date

1-DST by Week

Note: It works only if the value of the parameter “local_time.summer_time” is set to 1
(Enabled).

Web User Interface:
Settings->Time & Date->Fixed Type
Phone User Interface:

None

local_time.start_time Time 1/1/0

Description:

Configures the start time of the DST.

Value formats are:

e  Month/Day/Hour (for DST by Date)

e  Month/Week of Month/Day of Week/Hour of Day (for DST by Week)
If “local_time.dst_time_type” is set to 0 (DST by Date), use the mapping:
Month: 1=January, 2=February,..., 12=December

Day: 1=the first day in a month,..., 31= the last day in a month

Hour: 0=0am, 1=1am,..., 23=11pm

If “local_time.dst_time_type” is set to 1 (DST by Week), use the mapping:

Month: 1=January, 2=February,..., 12=December
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Parameters Permitted Values Default

Week of Month: 1=the first week in a month,..., 5=the last week in a month
Day of Week: 1=Monday, 2=Tuesday,..., 7=Sunday
Hour of Day: 0=0am, 1=1am,..., 23=11pm

Note: It works only if the value of the parameter “local_time.summer_time” is set to 1
(Enabled).

Web User Interface:
Settings->Time & Date->Start Date
Phone User Interface:

None

local_time.end_time Time 12/31/23

Description:

Configures the end time of the DST.

Valve formats are:

e  Month/Day/Hour (for DST by Date)

e  Month/Week of Month/Day of Week/Hour of Day (for DST by Week)
If “local_time.dst_time_type” is set to 0 (DST by Date), use the mapping:
Month: 1=January, 2=February,..., 12=December

Day: 1=the first day in a month,..., 31= the last day in a month

Hour: 0=0am, 1=1am,..., 23=11pm

If “local_time.dst_time_type” is set to 1 (DST by Week), use the mapping:
Month: 1=January, 2=February,..., 12=December

Week of Month: 1=the first week in a month,..., 5=the last week in a month
Day of Week: 1=Monday, 2=Tuesday,..., 7=Sunday

Hour of Day: 0=0am, 1=1am,..., 23=11pm

Note: It works only if the value of the parameter “local_time.summer_time” is set to 1
(Enabled).

Web User Interface:
Settings->Time & Date->End Date
Phone User Interface:

None

local_time.offset_time Integer from -300 to 300 Blank

Description:

Configures the offset time (in minutes) of DST.
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Parameters Permitted Values Default

Note: It works only if the value of the parameter “local_time.summer_time” is set to 1
(Enabled).

Web User Interface:
Settings->Time & Date->Offset(minutes)
Phone User Interface:

None

To configure the DST via web user interface:

1. Click on Settings->Time & Date.

2. Select Disabled from the pull-down list of Manual Time.

3. Select the desired time zone from the pull-down list of Time Zone.

4. Enter the domain names or IP addresses in the Primary Server and Secondary
Server fields respectively.

5. Enter the desired time interval in the Synchronism (15~86400s) field.

6. Mark the Enabled radio box in the Daylight Saving Time field.
- Mark the DST by Date radio box in the Fixed Type field.

Enter the start time in the Start Date field.

Enter the end time in the End Date field.

Yealink | rz:c

Account Settings Directory

T & Datu
Preference me & Date NOTE
DHCP Time Disabled [+]
Time & Date Time and Date
Time Zone +8 China . Singapore « Australia + Russia E| It displays on the idle screen of
Call Displa - - - IP phones.
Y] Daylight Saving Time ) Automatic @ Enabled O Disabled
Time Zone
Upgrade Fixed T @ DST by Date ) DST by Week A time Zone is a region on Earth
e BB e iy that has a uniform standard
time. It is convenient for areas
Auto Provision Start Date Month | 1 Day |1 foug| 2 in close commercial or other
communication to keep the
) End Date Month | 12 Day |12 Hour | 22 e T g
Configuration .
Offset(minutes) NTP Server
Dial Plan The IP phones synchronize the
NTP by DHCP Priority High [=] time and date automaticaly
~ from the NTP time server by
Voice Primary Server cn.pool.ntp.org default.
i Secondary Server en.pool.ntp.org Daylight Saving Time
Ring It is the practice oft_emnomrv
Synchronism (15~86400s) 1000 advancing clocks during the
Tones summer time so that evenings
have more daylight and
Manual Time Disabled lz‘ mornings have less. Typically,
Softkey Layout ) clocks are adjusted forward one
Time Format Hour 24 [+] hour at the start of spring and
backward in autumn.
TRO69 Date Format VW MMM DD =
. o You can click here to get
Voice Monitorin a
‘ more guides.
sIp

- Mark the DST by Week radio box in the Fixed Type field.
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Select the desired values of DST Start Month, DST Start Week of Month, DST
Start Day of Week, Start Hour of Day; DST Stop Month, DST Stop Week of
Month, DST Stop Day of Week and End Hour of Day from the pull-down lists.

Yealink | 2

Account

Settings

Directory

Preference
Time & Date
Call Display
Upgrade

Auto Provision
Configuration
Dial Plan

Voice

Ring

Tones

Softkey Layout
TRO69

Voice Monitoring

SIP

Time & Date
DHCP Time

Time Zone

Disabled

+8 China . Singapore « Australa . Russia Iz‘

NOTE

Time and Date
It displays on the idle screen of
IP phones.

Daylight Saving Time
Fixed Type
Start Date

End Date

© Automatic @ Enabled © Disabled

© DST by Date @ DST by Week

Januanlz‘ First in MCE| Sunda\E| DU:DUE
April E Third in ME| TuesdzE| D3:DUE|

Time Zone

A time zone is a region on Earth
that has a uniform standard
time. It is convenient for areas
in cose commercal or other
communication to keep the
same time.

Offset{minutes)

NTP by DHCP Priority
Primary Server
Secondary Server

Synchronism (15~86400s)

High
cn.poal.ntp.org
cn.pool.ntp.org

1000

NTP Server

The IP phones synchronize the
time and date automatically
from the NTP time server by
default.

Daylight Saving Time

It is the practice of temporary
advancing clocks during the
summer time so that evenings
have more daylight and
mornings have less. Typically,
clocks are adjusted forward one
hour at the start of spring and
backward in autumn.

You can click here to get
more guides.

Manual Time Disabled E|
Time Format Hour 24
Date Format WAVW MMM DD

7. Enter the desired offset time in the Offset(minutes) field.

8. Click Confirm to accept the change.

Customizing an AutoDST Template File

The time zone and corresponding DST pre-configurations exist in the AutoDST file. If the

DST is set to Automatic, the IP phone obtains the DST configuration from the AutoDST file.

You can customize the AutoDST file if required. The AutoDST file allows you to add or

modify time zone and DST settings for your area each year.

Before customizing, you need to obtain the AutoDST file. You can ask the distributor or

Yealink FAE for DST template. You can also obtain the DST template online:

http://support.yealink.com/documentFront/forwardToDocumentFrontDisplayPage. For more

information on obtaining the template file, refer to Obtaining Configuration Files and

Resource Files

on page 42.

The following table lists description of each element in the template file:

Element Type Values Description
DSTData | required | no File root element
Time Zone item’s root
DST required | no
element
szTime required | [+/-][X]:[Y], X=0~14,Y=0~59 | Time Zone
. String (if the content is more .
szZone required . Time Zone name
than one city, it is the best to

145


http://support.yealink.com/documentFront/forwardToDocumentFrontDisplayPage

Administrator’s Guide for SIP-T2 Series/T19(P) E2/T4 Series IP Phones

146

Element Type Values Description

keep their daylight saving
time the same)

DST time type
0/ vP

iType optional | 0: DST by Date
1: DST by Week

(This item is needed if
you want to configure
DST.)

Month/Day/Hour (for iType=0)
Month: 1~12

Day: 1~31

Hour: 0 (midnight)~23
Month/Week of Month/Day of
. Week/Hour of Day (for )
szStart optional | . Start time of the DST
iType=1)

Month: 1~12

Week of Month: 1~5 (the last
week)

Day of Week: 1~7

Hour of Day: 0 (midnight)~23

szEnd optional | Same as szStart End time of the DST

The offset time (in

szOffset | optional | Integer from -300 to 300 .
minutes) of DST

When customizing an AutoDST file, learn the following:

e  <DSTData> indicates the start of a template and </DSTData> indicates the end of

a template.
e  Add or modify time zone and DST settings between <DSTData> and </DSTData>.

e The display order of time zone is corresponding to the szTime order specified in the
AutoDST.xml file.

e Ifthe start time of DST is greater than the end time, the valid time of DST is from the

start time of this year to the end time of the next year.
Customizing an AutoDST file:

1. Open the AutoDST file using an ASCI| editor.

2. Add or modify time zone and DST settings as you want in the AutoDST file.



Configuring Basic Features

Example 1:

To modify the DST settings for the existing time zone “+5 Pakistan(Islamabad)” and
add DST settings for the existing time zone “+5:30 India(Calcutta)”.

AutoDSTxml™ x

] A ap, : 40, A 50 i 50, : 70, : 80, A 9D, A 100 110
<D3T ="Iran(Teheran)" iType="0" szStart="3/22/0" szEnd="3/22/0" szOffset="60"/>
<DST "Armenia (Yerevan)" iType= szEnd= /5/7/3" szOffset >

<DST
<D3T
<D3T
<D3T
<DST
<DST

szEnd="10/5/7/5" szOffset

"Azerbaijan (Baku)" iType="1" sz3tart=
"Georgia (Thilisi)" />

"Kazakhstan (Aktau)" />
"Russia(Samara)” />

Afghanistan (Rabul) "/> | Modifyit:
"Razakhstan (Agtobe) "/>  |iT¥pes’L" sz8tart="10/1/7/2" szEnd="4/L/7/3" szOffset="60"

<DST "Eyrgyzstan (Bishkek)" />

I <DS8T "Pakistan (Islamabad)" iType= szStart="4/15 s5zEnd="11/1/0" szQffset=" "/ |
<DaT szzone="Russlia(Chelyabinsk) " />

<D8T "India(Calcutta)"IiTypE:"l" sz8tart="9/5/7/3" szEnd="4/1/7/2" szoffsetz"E:"{>
<DST szZon:

<DsT szZone

Nepal (Eatmandu) "/>
"y
Razakhstan (Astana,Almaty) "/ Pep
"Russia (Novosibirsk, omsk) " />

<D3T

<DST szZone="Myanmar (Naypyitaw)" />
<D38T szhone="Russia (Krasnoyarsk)" />
<DST =szZone="Thailand (Bangkok) "/>

g" szZone="China (Beijing)"/>
<DST szTime="+8" szZone="Singapore (Singapore)” />
Example 2:

Add a new time zone (+6 Paradise) with daylight saving time 30 minutes.

lAutoDST.xml  x

T T T T T T T T T
<D3T s5zTim 4 Afghanistan (Rabul) "/>

<D3T FKazakhstan (Agtobe) />

<D3T Eyrgyzstan (Bishkek)" />

<D3T Pakistan(Islamabad)"™ iType="0" =szStart="4/15/0" szEnd="11/1/0"
<D3T szZone="Russia(Chelyabinsk)" />

<D3T

5:30" szZone="India(Calcutta)"/> ‘////
<DST szTime="+5:45" szhone="Nepal (Ratmandu)"/>
<DST szTime="+&" szZone="Paradise" iType="1" szStart="3/5/7/2" =zEnd="10/5/7/3" szoffset="30"/>

OST szTime="T&6" szaone="Razakhstan (Estana, Elmaty] "

<DST szTime="+&" szZone="Russia (Novosibirsk, Omsk)" />

<D3T 6:3 szZone="Myanmar (Naypyitaw) " />

<DST ="Russia (Krasnoyarsk)" />

<D3T Thailand (Bangkok) "/>

<DST ="China (Beijing)"/>

<D3T Singapore (Singapore) " />

<DST Lustralia (Perth)" iType= szStart="10/1/7/2" szEnd="3/5/7/3"
<DST Russia (Irkutsk, Ulan-Ude)"/>

<DST Eucla"/>

<DS8T Forea (Seoul) "/>

<DST Japan (Tokyo) "/>

<DST Russia(Yakutsk, Chita)"/>

<DST hustralia (Rdelaide)" iType="1" szStart="10/1/7/2" =zEnd="4/1/7/3
<DST Bustralia (Darwin)™ />

<DST Lustralia (Sydney,Melbourne,Canberra)" iType="1" szStart="10/1/7/2"
<DST Bustralia (Brisbkane)"/>

3. Save this file and place it to the provisioning server (e.g., 192.168.1.100).

4. Specify the access URL of the AutoDST file in the configuration files.

Procedure

The access URL of the AutoDST file can be specified using the configuration files.

Specify the access URL of the

AutoDST file.

Configuration File <MAC>.cfg
Parameters:

auto_dst.url
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Details of Configuration Parameters:

Parameters Permitted Values Default

auto_dst.ur